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Preface

Cisco Validated Designs (CVDs) provide the foundation for systems design based on common use cases or
current engineering system priorities. They incorporate a broad set of technologies, features, and applications to
address customer needs. Cisco engineers have comprehensively tested and documented each CVD in order to
ensure faster, more reliable, and fully predictable deployment.

CVDs include two guide types that provide tested and validated design and deployment details:

- Technology design guides provide deployment details, information about validated products and
software, and best practices for specific types of technology.

- Solution design guides integrate or reference existing CVDs, but also include product features and
functionality across Cisco products and may include information about third-party integration.

Both CVD types provide a tested starting point for Cisco partners or customers to begin designing and deploying
systems using their own setup and configuration.

How to Read Commands

Many CVD guides tell you how to use a command-line interface (CLI) to configure network devices. This section
describes the conventions used to specify commands that you must enter.

Commands to enter at a CLI appear as follows:
configure terminal

Commands that specify a value for a variable appear as follows:
ntp server 10.10.48.17

Commands with variables that you must define appear as follows:
class-map [highest class name]

Commands at a CLI or script prompt appear as follows:
Router# enable

Long commands that line wrap are underlined. Enter them as one command:

police rate 10000 pps burst 10000 packets conform-action set-discard-class-
transmit 48 exceed-action transmit

Noteworthy parts of system output or device configuration files appear highlighted, as follows:
interface Vlano4

ip address 10.5.204.5 255.255.255.0

Comments and Questions

If you would like to comment on a guide or ask questions, please use the feedback form.

For the most recent CVD guides, see the following site:
http://www.cisco.com/go/cvd/campus
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CVD Navigator

The CVD Navigator helps you determine the applicability of this guide by summarizing its key elements: the use cases, the
scope or breadth of the technology covered, the proficiency or experience recommended, and CVDs related to this guide.
This section is a quick reference only. For more details, see the Introduction.

Use Cases

This guide addresses the following technology use cases:

- Proactive Interference Protection by Using Cisco
CleanAir—Continuous Wi-Fi spectrum analysis graphically
shows the source and location of interference impacting the il
Wi-Fi network. Advanced real-time spectrum analysis and VALIDATED
diagnostic capabilities are available with Cisco CleanAir-

enabled access points.

- Historical RF Management by Using Cisco CleanAir and il

cisco.

Cisco Prime Infrastructure—Graphical floor-plan heat VALIDATED

DESIGN

maps depict the location, type, and impact zone of Wi-Fi
interference in a historical context.

- Report Builder using MetaGeek Chanalyzer 5 and Cisco
CleanAir—Create custom reports using collected spectrum
intelligence with Cisco CleanAir access points on 2.4GHz and
5GHz bands.

- 802.11ac 80 MHz Channel Spectrum Intelligence—Using
the Cisco Aironet 3700 Series Access Point and MetaGeek
Chanalyzer 5 with Cisco CleanAir, visualize interference in 40
MHz-wide or 80 MHz-wide 802.11ac channel(s).

For more information, see the “Use Cases” section in this guide.

Scope

This guide covers the following areas of technology and products:

- Cisco CleanAir for onsite, remote-site, and guest wireless LAN
controllers

- Network management using Cisco Prime Infrastructure

- Wi-Fi RF spectrum management using MetaGeek Chanalyzer
and Cisco Prime Infrastructure

- Access to historical CleanAir information by using Cisco
Mobility Services Engine (MSE)

-+ Cisco MSE and Prime Infrastructure virtual appliance

To view the related CVD guides,
click the titles or visit the following site:
http://www.cisco.com/go/cvd/campus

CVD Navigator April 2014 .
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Proficiency

This guide is for people with the following technical proficiencies—or equivalent experience:
- CCNA Wireless—1 to 3 years installing, operating, and troubleshooting wireless LANs

- VCP VMware—At least 6 months installing, deploying, scaling, and managing VMware vSphere
environments

CVD Navigator April 2014 .
3



INntroduction

Technology Use Cases

Wireless technology impacts our lives each and every day. As a result of the explosive growth of mobile devices,
detection and isolation of interference has become a top concern for Wi-Fi network administrators and managed
service providers.

As a society, we continue to expect trouble-free wireless access with a performance profile similar to that of our
wired network experience. When wireless performance is impacted due to interference, it is usually transitory

in nature. Immediate access to IT engineers specializing in wireless technology is often not possible, and by the
time the issue is reported, it usually has cleared.

With Cisco CleanAir, spectrum intelligence that was once restricted to specially built and costly troubleshooting
hardware is now available in each Cisco CleanAir access point. In fact, not only can real-time spectrum analysis
identify and locate the sources of interference, it is automatically recorded to the Mobility Services Engine for
later analysis. Remote access to real-time spectrum analysis is now available to the Wi-Fi network administrator
without regard to the administrator’s physical location.

Cisco CleanAir is not only a passive action in Wi-Fi network management; it can also take action to reduce the
effects of interference. As a result of interference events, Event-Driven Radio Resource Management (EDRRM)
can react in real time to interference issues that are significantly impairing the wireless user experience. At such
times, the Cisco CleanAir events can cause the access points affected to change channels in order to side step
the interference. This is analogous to stepping off the train track when you detect an oncoming train. Reducing
interference events improves the Wi-Fi experience for wireless users, while at the same time ensures that the
Wi-Fi network administrator has a better day.

Use Case: Proactive Interference Protection by Using Cisco CleanAir

Introduction

Without regard to the location of the Wi-Fi network administrator, advanced spectrum analysis information is
available in real-time and on an historical basis. With proactive interference protection, Cisco CleanAir can trigger
interference avoidance mechanisms, including channel change and transmit power adjustments.

This design guide enables the following Cisco CleanAir capabilities:

- Advanced real-time spectrum analysis—\Wi-Fi spectrum analysis allows network administrators to
visually see the source and location of interference impacting the Wi-Fi network.

Detection and classification—\Wi-Fi interferences are identified by type (Bluetooth, microwave ovens,
video cameras, Digital Enhanced Cordless Telecommunications (DECT) phones and many more) and
severity.

Historical Localization of interference sources—The location of the source of interference is displayed
on a scale floor plan or campus map. This is available to the network administrator in both real-time and
historical modes of operation.

- Air quality index—Enable constant, proactive monitoring of the RF spectrum and enable the creation of
an Air Quality Index for each access point.
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Use Case: Historical RF Management by Using Cisco CleanAir and Cisco Prime
Infrastructure

Many times interference is transient in nature, affecting us at the most inopportune times. The skilled personnel
required to troubleshoot these issues are not always available. The Cisco Mobility Services Engine allows
organizations and managed service providers to post event access to RF spectrum information.

This design guide enables the following network capabilities:

- Allowing Wi-Fi network administrators access to historical Cisco CleanAir information for post event
troubleshooting

- Configuration and use of the Cisco Mobility Services Engine for CleanAir historical reporting
Use of Cisco Prime Infrastructure to provide CleanAir reporting information

Graphical map displaying the location of the interference-generating source by using Cisco Prime
Infrastructure

Display of the size and scope of the area impacted by the interference

- Classification of the interference types for each event

Use Case: CleanAir Spectrum Intelligence using MetaGeek Chanalyzer

Real-time spectrum intelligence is sometimes necessary to diagnose the type and location of interference
impacting the wireless network. In many industries such as healthcare and manufacturing, effective spectrum
management is an ongoing requirement to ensure proper and safe operation of the numerous devices connected
via Wi-Fi.

This design guide provides two methods of extracting the most from the Cisco CleanAir enabled Wi-Fi network.
With the inclusion of MetaGeek Chanalyzer software, the network administrator can obtain in depth real-time
Cisco CleanAir spectrum intelligence.

This design guide enables the following Spectrum Intelligence capabilities:
- Configuration and installation of MetaGeek Chanalyzer software
Enable Spectrum Expert Connect (SE-Connect) mode on Cisco CleanAir access points

- Guidance for the use of both products in obtaining CleanAir Spectrum Intelligence directly from CleanAir
Access points

- Troubleshooting guidance using MetaGeek Chanalyzer software
Usage of the advanced visualization and operation capabilities of MetaGeek’s Chanalyzer software

- Creation of custom reports using the MetaGeek Chanalyzer software.

Design Overview

Cisco CleanAir Technology

Introduction

Cisco CleanAir technology is the integration of real-time and historical RF Spectrum Intelligence obtained directly
from Cisco CleanAir access points. Before CleanAir technology was released, operators had to walk around

with an instrument to detect signals of interest and physically locate the device that generated them. Cisco
CleanAir automates these tasks by adding additional intelligence over standalone spectrum analyzers. With

the addition of the Cisco Mobility Services Engine virtual appliance (MSE-VA), historical CleanAir information

is accessible by network operators. This increased off-hours RF-based situational awareness is ideally suited

for those environments that require constant RF spectrum management, such as hospitals and manufacturing

environments.
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The components of a basic Cisco CleanAir solution are the Cisco wireless LAN controller and Cisco Aironet
Series 2600, 3600 or 3700 Series access points. To take advantage of the entire set of CleanAir features, Cisco
Prime Infrastructure 1.4.1 can display in real-time the data retrieved from CleanAir. The Cisco 3500 and 1550
series access points are also capable of providing CleanAir spectrum intelligence but are not covered in this
guide.

Cisco Prime Infrastructure 1.4.1 with Cisco CleanAir technology allows network administrators to visually see how
well their network is performing, remotely troubleshoot client connectivity, manage wireless network resources,
analyze interference devices from anywhere in the world, and more. The real power of Prime Infrastructure 1.4.1
with CleanAir combined with Cisco access points is the ability to visually represent the health of the RF
environment to the network administrator. This allows the administrator to better manage and troubleshoot issues
before they impact the end user. With the Cisco Mobility Services Engine Virtual Appliance (MSE-VA) included

in the solution, the administrator can turn back the clock and look at RF issues that occurred in the past. This

is typically the case due to end users delaying the reporting of such issues and first-level support working the
problem before turning it over to second and third level support.

Cisco Prime Infrastructure 1.4.1

Introduction

Cisco Prime Infrastructure enables you to configure and monitor one or more Cisco wireless LAN controllers
and associated access points, monitor, troubleshoot and manage the RF spectrum, then visually display Cisco
CleanAir data to the network administrator. Cisco Prime Infrastructure 1.4.1 includes the same configuration,
performance monitoring, security, fault management, and accounting options used at the controller level, and it
adds a graphical view of multiple controllers and managed access points.

Cisco Prime Infrastructure 1.4.1 is offered in both a physical and virtual appliance deployment option, providing
full product functionality, scalability, ease of installation, and setup tailored to your deployment preference.
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Deployment Detalls

In order to use Cisco Prime Infrastructure to manage the Cisco wireless LAN controller that are running Cisco
AireOS version 7.6, you must use version 1.4.1 of Cisco Prime Infrastructure. The procedures for properly
installing and configuring Prime Infrastructure 1.4.1 have been provided in the Prime Infrastructure Technology
Design Guide available at http://cisco.com/go/cvd/campus .

This guide assumes that you have completed all of the steps in the Prime Infrastructure Technology Design Guide
prior to completing this guide.

Adding Buildings and Floor Plans to Cisco Prime
Infrastructure

1. Add the first campus and building

2. Place access points on the map

The real advantage of any management system is that it can present information in a way that helps you

make intelligent decisions. Cisco Prime Infrastructure 1.4.1 brings visibility to the radio spectrum, which allows
the administrator to see the coverage that is being provided to users. By including the building and floor

maps in Cisco Prime Infrastructure 1.4.1, visibility of this otherwise unknown or convoluted data that Prime
Infrastructure 1.4.1 derives from the wireless network is enabled. You need to have an image of your floor plan
before you begin this procedure. The file can be in JPEG, PNG, or GIF format; and it can also be in CAD DXF or
DWG format.

Add the first campus and building

Even though your organization may have only one building today, it may end up with another building; or perhaps
each campus is a single building today, but it could have more buildings in the future. The campus, building, floor
approach makes it easy to understand and organize as you dig for more information and peel away the layers to

find what you are looking for.

:ﬂ Tech Tip

You need to know the dimensions of the campus buildings that you are bringing into
the system so that you can appropriately scale the drawing as each building and floor
is added. Counting ceiling tiles or floor tiles is a good method to use if dimensions are
not available via building blue prints.

Deployment Details April 2014 .
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Step 1: In Cisco Prime Infrastructure 1.4.1, navigate to Design > Management Tools > Site Map Design.
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Step 2: In the Select a command list, choose New Building, and then click Go.
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Step 3: Enter the following information about the building:

- Building Name—Headquarters

- Contact—Networking Team

- Number of floors—1

- Number of Basements—0

Horizontal Span (feet)—525

Vertical Span (feet)—325

Address—500 Main Street

Latitude and Longitude—As appropriate

Deployment Details
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Tech Tip

It may be helpful to specify accurate latitude and longitude values for sites that have
multiple buildings across a diverse geographic area, such as within a city or in multiple
cities. These values can be determined by using Google Maps (http://maps.google.
com). Enter the address of the location, right-click the pushpin icon, and then click
What’s here? The coordinates are shown in the search bar.

Virtual Domain RO

= — ——
S Home Design ¥ Deploy ¥ Cperate ¥ Report ¥

Acministration ¥

Maps Goagle Earth Maps
Edit Building
Monitor = Site Maps > Headquarters
Building Marme Headguarters
Contact Metwirking Team

Nuriber of Floars
[o ]

MNurmber of Basements

Dimensions (feet) Horizontal Span
wertical Span

s

Latituce

Longitude

Step 4: Click the name of the newly created building. This selects the building.

- ‘) Home Design ¥ Deploy ¥  Operate v

Report ¥ Administration ¥

Maps Google Earth Maps
Maps Tree Yiew Wl cite Maps ZTET
Monitor » Site Maps - Select a command - ¥
= i Root Ares
2 show - Type status I meomplete
v il System Campus
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Step 5: In the Select a command list, choose New Floor Area, and then click Go.

& ﬁ Horne: Design ¥ Deploy ¥ Operate ¥

Report ¥ Adrniristration ¥

Monitor > Site Maps > System Campus > Headquarters [ ;’2:2?; : Egzzgzj — [
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Step 6: Enter the following information about the floor area:
Floor Area Name—First Floor
Contact—Networking Team
Floor—1
Floor Type (RF Model)-Cubes And Walled Offices
Floor Height (feet)—10.0
Convert CAD File to—PNG

Yirtual Domain ROCT- O~
ﬁj Home Cesign ¥ Deploy v Cperate ¥ Report ¥ Administration ¥

aps zoagle Earth Maps

New Floor Area
Monitor > Site Maps > Systern Campus = Headquarters = New Floor Area

Floor Area Mame
contact
Foo
Floor Type (RF Model) [ Cubes and walled Offices [+ |
Floor Height: (feet)
Image or CAD File or QualcormmiR) Map Extraction Tool Output Ma file chosen Corvert CAD File to H

L Support Cases | Alarm Browser | Alarm Summary @ 25 ¥ 0 4 297
< n ]+

Step 7: Click Choose File, select the floor plan image filename stored locally on your machine, and then click
Next.

WYirtual Domain ROCT-DOMAT

Design ¥ Deploy *  Operate ¥ Report ¥ Administration v

fﬁ]' Harre

Vaps izpagle Earth Maps

New Floor Area
Monitor = Site Maps > Systern Campus > Headquarters = New Floor Area

Floor Area Mame

Foor

Floor Type (RF Model}

Floor Height (feat)

Image ar CAD File or Qualcormi(R) Map Extraction Tool Output SUC23-AFP-1.phg Corwert CADFiR to [PNG [=]

L5t Support Cases | Alarm Browser | Alarm Summary @ 25 W 0 4 297
]+

<

Deployment Details April 2014
10



Step 8: Position the building such that its upper left corner is oriented at the 0/0 feet position on the grid. Some
floor plans may have additional whitespace that does not represent the dimensions of your building. Verify proper
placement of your new floor area details and image, and then click OK.

fﬁj Home  Design ¥ Deploy ¥ Operate ¥ Report ¥ Administration ¥

Google Earth Map

Maps

New Floor Area
Monitor > Site Maps > Systern Campus 3 Headquarters > New Floor Area First Floor

Floor &rea Mame
Cortart
Flaor [1][+]

Floor Type (RF Model) [ Cubes And Walled Offices [+ ]
Floor Height (feet)
Image File SIC23-AFP-1.png

Maintain Aspect Ratio

Dimensions(feet) Conordinates of top left comer(feet)

Harizontal Span 407.7 Harizontal Position I:l
wertical Span 206.2 Wertical Position [0 ]

Total Floor &rea Size (sq. feet) : 1248734

Launch Map Editor after floor creation (To rescale floor and draw walls)

Use mouse to position the floor image by dragging it. And use CTRL key with mouse to resize the floor,

0 feet 100 |200 |300 400 500
| |
1 T

“t I Ff“;lll!ll! IHl

on|

00|

5 Support Cases | slarm Browser | Alarm Summary @ 25 W 0 4 208
I J

Place access points on the map

The final piece of the puzzle is to place the access points at the proper locations on your individual floor plans. If
you take the time to place your access points where they are actually located, the wireless LAN controllers work
in conjunction with Cisco Prime Infrastructure 1.4.1 and will give an accurate view of locations of interference.

Step 1: Position the floor space so that the zoom and position make it easy to locate the exact position of the
access points being added.

Deployment Details
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Step 2: Select the Add Access Point crosshairs button.
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Step 3: Select access points that are registered with the system but not yet placed for the headquarters
building.

O~
) Home Design ¥ Deploy Y Operate Y Report ¥  Administration ¥ [ -

Add Access Points

Morior > Ste Maps > Sysem Campus > Headuartrs > Fst Floor >Add Access Points

@ APs can bs selected/acied over multple pagss. Use Next/Previous to navigate and select APs to be added to Floor Area. APs can be searched by [Name/Macadciess (Ethernet/Racio)/IP). 1P search [primary by P, falback by Controller]. Searches
are case insenitive

Search AP [Name/Macaddress (Ethermet/Radio)/IP]

Add checked access points to Floor area First Floor' Existing AP # 0 Selected AP # 6 Total 4P # 6

AP Name MAC Address AP Modsl Contraller

¥ 4pad2n.0393.9c33 3rice:73:1b:43:50 ATR-CAP2E021--K3 10.4.46.64
¥ apdndo.fds 4ae1 d0:57:4c:09:c0:80 ATR-LAP1262N-A-KS. 10.4.46.64
¥ apdndo.fch.basc 58:bc:27:0e: 10160 ATR-LAP1142N-8-K3 10.4.46.64
¥ apesb7 48990820 e8:ba70:93:67:0 ATR-CAPISOLL-AKD 10.4.46.64
W apfof7 s5df.ac77 2036: B8 fed0 ATR-CAPISOLI-AKD 10.4.46.64
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Step 4: Carefully place each access point as close to its real position in the building as possible by dragging
each one to its proper location, and then click Save.

4 Home Desn ¥ Deploy Y Operate Y Report ¥ Admwstvam‘
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Wait while the system calculates the heat maps from the placement and floor plan area.
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Configuring the Wireless Network for Cisco CleanAir

1. Create a Cisco CleanAir AP template
2. Apply the Cisco CleanAir AP template
3. Create a controller EDRRM template

4. Create a Cisco CleanAir controller template

A Cisco wireless LAN controller with connected Cisco Aironet 2600, 3600, or 3700 series access points has
Cisco CleanAir capabilities. By accessing the web interface on the wireless LAN controllers, current information
about your RF environment can be obtained. When using Cisco Prime Infrastructure, a complete network view
across multiple wireless LAN controllers can be displayed. When viewing CleanAir information on the Wireless
LAN Controller directly, only locally obtained CleanAir information from registered access points is displayed.

Cisco Prime Infrastructure 1.4.1 can handle all management tasks within the network. You can still perform
management tasks at each individual controller, but that approach is not recommended, as it often results in a
fragmented configuration. With the Cisco CleanAir access point operating from the wireless LAN controller, you
can log in to Cisco Prime Infrastructure 1.4.1 and configure your controller to support CleanAir.

Create a Cisco CleanAir AP template

The first step in order to turn on Cisco CleanAir is to ensure that Cisco CleanAir is enabled on each of the access
points (APs) for both 2.4 and 5 GHz bands. The following steps outline how to create a template within Cisco
Prime Infrastructure 1.4.1 to enable CleanAir on an AP.

Step 1: In Cisco Prime Infrastructure 1.4.1, navigate to Design > Configuration > Wireless Configuration >
Lightweight AP Configuration Templates.

Step 2: In the Select a command list, choose Add Template, and then click Go.

Wirkusl Dorain ROOT-DOMAIN | rock O~ templates

ﬁ] Home Design ¥ Deploy ¥ Operate ¥ Report v Administration ¥

Lightweight AP Templates
Configure = Lightweight AP Templates _AdSEETS Isg?r;;'nand

Add Ternplate..
Mone detected Delete Termplates

Step 3: In the Template Name box, enter a name, in the Description box, enter a description, and then click
Save.

wirtual Domain ROOT-DOMAIM | root w O~ templates

Design ¥ Deploy ¥ Operate ¥ Report v Administration ¥

ﬁj Horme

New Lightweight AP Template

“Tempistetame  [EEENORGERE |

Description | Enable Cleantir Support
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Step 4: On the 802.11a/n tab, ensure that both CleanAir and Enable are selected.

Wirtual Do ain ROOT-DOMAT

""" ; 7 Home  Design *  Deploy ¥ Operats ¥  Report *  Administration v

Lightweight AP Template Detail : 'Cleanair Enable'

AP Parameters | Mesh | #0211a/n | s02.1a SubBand | @02.1tb/g/n | COP | FlexConnect | Select APs | Apply/Schedule | *Report

Select 802.11a Parameters that needs to be applied.

[&] Channel Assignment O Custom g [ Power Assignment O Custam g
@ clobal @ Glohal

[5 Admin Status 5 & Enable [ wiLaN Override 3 [isable  [¥]
[ Antenna Mode [ antenna Selection 7

[0 Antenna Diversity
|20 Antenna Type m
Antenna Mame 2

[ Cleanair [& Enable

802.11ac Parameters

[ channel width 10 20 MHz

[ Adrin Status 11ac [ Enable

Step 5: On the 802.11b/g/n tab, ensure that both CleanAir and Enable are selected.

virtual Dornain ROGT-DOMAT

ﬁ} Home Design ¥ Deploy v Cperate ¥ Report ¥ Administration ¥

Lightweight AP Template Detail : 'Cleanair Enable’
AP Parameters | Mesh | @0z.ila/n | 802.11a SubBand I snzith/fo/n | cop | Flexconnect | selectaPs | Apply/Schedule | *Report

Select 802.11b Parameters that needs to be applied.

[l Channel Assignment (O Custom g [ Powsr Assignment O Custom 7
@ Global @ clobal

[ admin status & ™ Enable [ wLAN Override 3
[ Antenna Mode n [ Tracking Optimized Monitor Mode [ Enabled

[ antenna Diversity Left/Side B [*]
[ antenna Type [nternal [~}
Antenna Name 2 AIR-ANT1000 [*]

[ antenna Selection g

[ cleanair 7 [ Enable

b

Step 6: On the Apply/Schedule tab, click Save.

4 Home  Design ¥ Deploy ¥ Operate ¥ Report ¥ Administration ¥

Lightweight AP Template Detail : "CleanAir Enable’

AP Parameters i Mesh i 802.11a/n ‘i 502.11a SubBand ‘i 302.11b/g/n i CDP i FlexConnect ‘i Select APs || APPIy/Scheduls |l *Report

Click *Save’ to save the template.

Click "Apply’ to save the late and start the provisioning of the template to selected APs.This
process will continue until completed even if you leave this page and logout from WcS.

Schedule [-J Enable schedule

Start Date

4P template saved successfully

Start Tirne

Recurrence @® Mo Recurrence O Hourly O Daily O weekly

Click *Schedule’ to save the template and start the provisioning at a scheduled time.

Deployment Details April 2014
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Apply the Cisco CleanAir AP template

Step 1: Navigate to Design > Configuration > Wireless Configuration > Lightweight AP Configuration
Templates.

Step 2: From the list of defined templates, choose the template that you created in Step 3 of the previous
procedure (Example: CleanAir Enable).

Step 3: On the Select APs tab, in the Search APs list, choose All, and then click Search. By default, all APs are
selected.

If you want to enable only certain APs, click Unselect All, and then individually select the APs you want to enable.

4 Home Design ¥ Deploy ¥  Cperate ¥ Report ¥ Administration ¥

Lightweight AP Template Detail : 'Cleanair Enable’

AP Parameters | Mesh | e02.lafn | 802.1laSubBand | soz.alb/a/n | COP | Flexconnest | SelectAPs | applysschedule | *Repart

Search aps
& DI| o eemome ] evemetmsc | comoler | we |
I apdodo fdas dae1 d0:d0:fd:45:4az61 10.4.46.64 B
Search

D Rs201-LaPiiazn 8:66:2:44:55:87 10.4.46.68

I Apeab7 4899.ca2b £8:b7:48:99:c8:2b 104.46.64

P442b.0392.9033 44:2b:03:9a:90: 38 10.4.46.64

=1 aPfof7 55df ac7? 0:f7:55:dfiaci 7T 10.4.46.64

Step 4: On the Apply/Schedule tab, click Apply. The CleanAir Enable template is applied to the selected APs.

{*Home Design ¥ Deploy ¥ Operate ¥ Report ¥ Administration ¥

Lightweight AP Template Detail : ‘CleanAir Enable’

AP Parameters i Mesh i 802.11a/n ‘i 502.11a SubBand ‘i &02.11b/g/n i CDP i FlexConnect 1 Select APs ] Apply/Schedule l *Report

Click *Save’ to save the template.

Click "Apply" to save the and start the p; of the to selected APs.This
process will continue until completed even if you leave this page and logout from WCS.

Schedule [Z] Enable schedule

Start Date ﬁ

(Current server time: 11/09/2012 08:02:19)

start Time e [oa=] min

Recurrence @ Mo Recurrence O Hourly O Daily O Weekly

Apply

Step 5: On the Report tab, verify that the Template was successfully applied.

ﬁ) Home Design ¥ Deploy ¥ Operate ¥ Report ¥ Administration ¥

Lightweight AP Template Detail : 'CleanAir Enable’

AP Parameters Mesh 802.11a/n 802.11a SubBand 802.11b/g/n CDP FlexConnect Select APs Apply/Schedule *Report
! PRI

Apply Status: Completed

applisd On: 11/9/12 9:14 AM

AP Name Status I Ethsrnet MAC I Controller I Map
AP442b.039a.9c3a Success I 44:2b:03:9a:9c:3a 10.4.46.64
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If the CleanAir Enable template is not successfully applied, ensure that:
In Cisco Prime Infrastructure 1.4.1, the SNMP Read/Write Community string for the WLC is correct.

In Cisco Prime Infrastructure 1.4.1, under Operate> Device Work Center > Device Type > Wireless
Controller, the WLC Audit Status is Identical and not Mismatched.

Create a controller EDRRM template

Event-driven radio resource management (EDRRM) is a feature that allows an access point that is in distress to
bypass normal RRM intervals and immediately change channels. A Cisco CleanAir access point always monitors
Air Quality (AQ) and reports on AQ in 15-second intervals. AQ is a better metric than normal Wi-Fi chip noise
measurements because AQ only reports classified interference devices. That makes AQ a reliable metric in that
you know what is reported is not caused by Wi-Fi energy (and hence is not a transient, normal spike).

The key benefit of EDRRM is very fast reaction time (30 seconds). If an interferer is operating on an active
channel and is causing enough AQ degradation to trigger EDRRM, clients cannot use the degraded access point
or channel. To recover from degraded service, the access point must select an alternative operational channel.
The EDRRM feature is not enabled by default. You must enable it in two steps: enable Cisco CleanAir and then
enable EDRRM.

In this procedure, you create a template that is used to enable EDRRM for both the 2.4 and 5Ghz bands.

Step 1: In Cisco Prime Infrastructure 1.4.1, navigate to Design > Configuration Templates > Controller, and then
in the tree, navigate to 802.11a or n > dot11a-RRM > DCA.

Step 2: Without using illegal characters such as “/” or “”, provide a meaningful name for the template. In the
Assignment Mode list, choose Automatic, for Event Drive RRM, select Enable, and then in the Sensitivity
Threshold list, choose Medium.

Winual Domain REOT DOMATH I°N
| ﬁ Home Design ¥ Deploy ¥ Operate ¥ Report ¥ Administration ¥

Configuration Templates

Templates DCA -
L 2]+ emplategasc M
e B *Name | Enable 802-11an EDRRM author | oot
v B Fesures sl Tecincopes 4 Description | Enable 802, 1 1an EDRRM Feature Category DCA
b Mehwonk Analpsis Modde
b Secunity + Validation Criteria
* [ Conboler *Device Type | Wireless Controller [~] 05 Version l:l
v [ Spstem
» B Securty + Template Detail
v wzane New Controller Template
i Carfigure = Cantroller Template Launch Pad = 802 113/n > 802.113/n-RRM = DCA = New Controller Template
» [0 Flerconnect General
» B e £ Dynarnic Channel Assignment Algarithm
v sritaorn fssignment Mode | Automatic |+
v B bty I Avaid Foreign AP Interference | Enable

mn

aweid Ciseo 6P load (] Enable

fvaid non 802,11 Noise (] Enable

Awoid Persistent Non-WiFi Interference [] Enable
Signal Strenath Cantribution || Enable

" Thresholds
Intervals

™E

e Channel Width [ 20 MHz [+ ]
Parameters Event Drivan RRM
ARy Pl Event: Driven RRM (] Enable
e — Sensitivity Threshold | Mediom [

EDCA Paramaters
Roaming Parameters

02,11k
Footnotes:

High Thraughput (802

VO mRsborgorn 1. Ewent Driwen RRM fields ave supported For contealler wersion 7.0, anwards,

v Mesh

« i 3
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Step 3: Click Save as New Template, and then, on the Save Template dialog box, click Save. This saves the

template in the My Templates folder.

Step 4: After saving the new template into the My Templates folder, at the bottom of the screen, click Deploy,

select each of the wireless LAN controllers to apply the template to, and then click OK.

:ﬂ Tech Tip

The deployment of the template may fail if the 802.11a network is enabled on the
controller. If this occurs, disable the interface and redeploy the template.

Template Deployment- Prepare and schedule

(O Descrintion Type

m v AL AllMembers

] WLC-OEAP-2 WLC-OEAP-2 Wireless Controller
O DMZ-WLC-Guest DMZ-WLC-Guest Wireless Controller
[m] WLC-OEAP-1 WLC-OEAP-1 Wireless Controller
WLCRemotesites-1 WLC-RemoteSites-1 Wireless Controller
WLC-1-Primary WLG-1-Primary Wireless Controller
O RS208-WLC2504 RS208-WLC2504 Wireless Controller
YWLCT_ 41 42 WWLC7_4_1. 42 Wireless Contraller
O ¥ Device Tye Device Type

» value Assignment

~ Schedule

Job Mame | 3o_Config_Deploy_8_13_35_215_aM_11_15_2012 ]

Start Tme @ Now O Date |11/15/z012 08:13 am 8| (MMfddfyyyy Fumm AMiPM)

» Summary

1P Address

192.168.19.21
192.168.19.54
192.168.19.20
10.4.46.68
10.4.46.64
10.5.87.10
10.5.24.64

Wendar

Cisco
Cisco
Cisco
Cisco
Cisco.
Cisco
Cisco

]

3 ( corcel |

Step 5: Repeat Step 2 through Step 4 for 802.11b/g/n.

Tech Tip

If the 802.11b/g/n network is enabled on the controller, the deployment of the template
may fail. If this occurs, disable the interface and redeploy the template.

Create a Cisco CleanAir controller template

The next step is to configure the controller for Cisco CleanAir, and then for each band, you
of interferers are important to report and alarm on.

identify which types

Step 1: In Cisco Prime Infrastructure 1.4.1, navigate to Design > Configuration Templates > Controller >

802.11a or n > CleanAir.

Deployment Details
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Step 2: On the CleanAir template, do the following:
Provide a meaningful name and description (Example: CleanAir 11a or n).
Next to CleanAir, select Enable.
Next to Report Interferers, select Enable. The interferers selection box for reporting appears.

Move the following interferer types to the Interferers Selected for Reporting box: Continuous
Transmitter, DECT-Like Phone, Jammer, and Video Camera.

Next to Interferers For Security Alarm, select Enable. The interferers selection box for security alarms
appears.

Move the following interferer types to the Interferers Selected for Security Alarms box: Continuous
Transmitter, DECT-Like Phone, Jammer, Video Camera.

Virtua| Bomain ROOT-BOMAIN | root w DO~
Deploy ¥ Operate ¥ Report ¥  Administretion ¥

Design ¥

Configuration Templates
Templ Features and Technologies > Controller > B02.11a or n
CleanAir
( 2]
=R AR + Template Basic
* [ Features and Techaolagies *Name | CleanAir B02-11an | Authar | root
P Security Description ‘CIeanA\r B02-11an | Feature Category CleanAir
* [ Sstem ~ Validation Criteria
» [ Securi
- i *Device Type ‘ Wireless Controller [ ‘ 05 Version
v [ WIANS
» [ FlexConnect
» £ 802 ~ Template Detail

T b 80211aorn CleanAir @ Enable

P [ dotila-RRM Reporting Configuration
at

Parameters

Report Interferers & Enable
, ,
=T Med 3 Parameters Interferers Ignored for Reporting Interferers Selected for Reporting
= Canopy Continuous Transmitter
£ EDCA Parameters SuperAG DECT-Like Phone
2] Roaming Parameters TDD Transmitter Jammer
- WiFi Invalid Channel Video Camera
=7 B0211h
p— WiFi Inverted
5% High Throughput (802.11n} WiMAX Fixed >
» ] 802.1iborgorn WiMAX Mabile <
r [ Mesh
» || Management
» oa
» | location
Lo
Persistent Device Propagation [ Enable
» [ PMIP
= Alarm Configuration
» [ mons
= PP, Air Quality Alarm () Enable
» [ Application Visibility And Cont
£ Metflow Air Quality Unclassified category Alarm | Enable
v [ Network Analysis Module |Interferers For Security Alarm o Enable
» [ CU Template Interferers Ignored for Security Alarms I for ity Alarms
|23 Composite Templates Canopy Continuous Transmitter
» E= My Templates SuperAG DECT-Like Phone
=y Temel TDD Trensmitter Jemmer
WiFi Invalid Channel Video Camera
WiFi Inverted
WIMAX Fixed -
WiMAX Mobile <

Step 3: Click Save as New Template, and then, on the Save Template dialog box, choose My Templates, and
then click Save.
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Step 4: After saving, at the bottom of the screen, click Deploy, select each of the wireless LAN controllers to
apply the template to, and then click OK.
Template Deployment- Prepare and schedule x

m  Mame Descriptian Type 1P Address Vendar a

m walL All Members

(] WLC-OEAP-2 WLC-OEAP-2 Wireless Controller  192.168.19.21 Cisco

(] DMZ-WLC-Guest DMZ-WLC-Guest Wireless Controller  192.168.19.54 Cisco -

O WLC-OEAP-1 WLC-OEAP-1 Wireless Controller  192.168.19.20 Cisco

‘WLC-RemoteSites-1 WLCRemoteSites-1 Wireless Controller  10.4.46.68 Cisco

WLC-1-Primary WLC-1-Primary Wireless Controller  10.4.46.64 Cisco

[m} RS208-WLC2504 RS208-WLC2504 Wireless Controller ~ 10.5.87.10 Cisco

VWLC-7_4_1_42 VWLC7_4_1_42 Wireless Controller ~ 10.5.24.64 Cisco

[0 ¥ Device Type Device Type

» Value Assignment

¥ Schedule I

Job Mame [ 10b_Config_Deploy_B_13_35_215_AM_11_15_2012 |

stat Tme @ Now O Date | 11/15/201z 0815 AM B8 (MMfddfyyyy hhumm AMEPM)

» Summary (4

B3 (el

Step 5: In Cisco Prime Infrastructure 1.4.1, navigate to Design > Configuration Template > Feature and

Technology > Controller > 802.11b or g or n > CleanAir.

Step 6:

Deployment Details

On the CleanAir template, do the following:

Provide a meaningful name (Example: CleanAir 11b or g or n).

Provide a meaningful description (Example: CleanAir 11b or g or n).

Next to CleanAir, select Enable.

Next to Report Interferers, select Enable. The interferers selection box for reporting appears.

Move the following interferer types to the Interferers Selected for Reporting box: Bluetooth Discover,
Bluetooth Link, Continuous Transmitter, DECT-Like Phone, Jammer, Microwave Oven, Video Camera,
Xbox.

Next to Interferers For Security Alarm, select Enable. The interferers selection box for security alarms
appears.

Move the following interferer types to the Interferers Selected for Security Alarms box: Bluetooth
Discover, Bluetooth Link, Continuous Transmitter, DECT-Like Phone, Jammer, Microwave Oven, Video
Camera, Xbox.
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‘> Home Design *  Deploy ¥

Operate v

N U T

Report ¥ Administration ¥

‘Configuration Templates

Templates
LChdl Thd
~ [ Features and Technologies

> Security

Features and Technologies > Controller > 802.11b or g or n

CleanAir

 Template Basic

*Name | ClearAir 802-11bgn
Description | ClearAir 802-11bgn

EDCA Parameters
Roaming Parameters
bput(802.11n}

DDDDDD

» [ Application Visibility And Cont
] Metflow
» [ Metwork Analysis Module
» [0 cu Template
53 Composite Templates

1 My Templates

Persistent Device Propagation () Enable
Alarm Configuration

=5 System ~ Validation Criteria
> B Security
*Device Type | Wireless Controller
» B wians i o
» [ FlexConnect
» B 8ozt ~ Template Detail
~ £ s0z1ta0rn
> 5 dotl1a-RRM Reporting Configuration
mets
arameters Report Interferers @ Enable
[2% Cleanair
5 Media Ignored for Selected for
. B802.11FH Bluetooth Discovery
EDCA Parameters 802.15.4 Blutaoth Link
“| Roaming Parameters Canopy Continuous Transmitter
SuperAG DECT-Like Phone
802.11h
- TOD Transmitter Jammer
High Throughput (802.11n) WiFi Invalid Channel L= Bvicrowave oven
WiFi Inverted < || Video Camera
N T WIMAX Fixed Xbox
= dott1b-ARM WiMAX Mobile
[ Parameters
[5] Media Parameters

Author  root

Feature Category CleanAir

osveson [ ]

Air Quality Alarm () Enable
Adr Quality Unclassified category Alarm (] Enable

Jinterferers For Security Alarm @ Enable |

Interferers Ignored for Security Alarms

Interferers Selected for Security Alarms|

802.11FH
802.15.4
Canopy
SuperAG

Bluetooth Discovery
Bluetaoth Link
Continuous Transmitter
DECT-Like Phone

TDD Transmitter
WiFi Invalid Channel

Jammer
Microwave Oven

‘WiFi Inverted

< Video Camera

WIMAX Fixed
WIMAX Mabile
Xbox

Cancel |

Step 7: Click Save as New Template, and then, on the Save Template dialog box, choose My Templates, and

then click Save.

Save Template

*Folder |Mv Templates (] |

Cancel

Step 8: After saving, at the bottom of the screen, click Deploy, select each of the wireless LAN controllers to
apply the template to, and then click OK.
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Installing the Cisco Mobility Services Engine Virtual
Appliance

1. Install the Cisco MSE virtual appliance
2. Start the Cisco MSE virtual appliance
3. Configure the Cisco MSE virtual appliance

4. Verify installation of MSE virtual appliance

The Cisco MSE-VA is deployed within a VMware environment hosted within the data center or server room. This
document assumes that a fully functional VMware environment has been deployed and is operational.

Although capable of many more services such as the Cisco Mobile Experience (CMX), the use of the Cisco
MSE-VA in this design guide is to provide historical Cisco CleanAir reporting. Through the use of the MSE,
historical information regarding the location and types of interferers is visible through Cisco Prime Infrastructure.

Install the Cisco MSE virtual appliance

Step 1: Using the VMware vSphere client, click File, and then choose Deploy OVF Template.

(%] vCenter.cisco.local - ¥Sphere Client

File | Edit Wiew Inwentory Administration Plug-ns Help

Hew

entory b Hosts and Clusters

Deploy OVF Template...
Export »
Report LB chas1-sl.cisco.docal ¥Mware ESXi, 5.0.0, 768111 | Evaluation (42 days remaining)

Browse VA Marketplace. Getting Started Witk s cation | Perfo Configuration | T Alarms Maps vs | Harc us | Update Manager

b close tab

What is a Host?

Print Maps
Exit
[ caszsT s Tocl Ahiostis a computer that Uses virtualization software, such
R5200 Data Center as ESX or ESX, to run virtual machines. Hosts provide the Virtual Machines
CPU and memaory resources that virtual machings use and i
give virtual machines access to storage and network
connectivity.

Cluster

Basic Tasks

& Deploy from VA Marketplace

. . .
@ Create a new virtual machine Datacenter

% uCenter Server

wSphere Client

Explore Further

=l Learn more about hosts
=] Learn how to create virtual machines

=l Enhance your datacenter
Learn aboutvSphere vMotion, HA, DRS, and more

Step 2: In the Deploy OVF Template wizard, on the Source page, browse to the location of the Cisco MSE Open
Virtual Appliance (OVA) file, and then click Next.

Step 3: On the OVF Template Details page, review the OVF template details, and then click Next.

Step 4: On the Name and Location page, enter a unique and descriptive name for the virtual appliance that you
are installing (Example: VMSE-VA), choose a location to install the virtual appliance, and then click Next.
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Step 5: On the Host /Cluster page, choose the host or cluster on which to install this virtual machine, and then
click Next.

Step 6: On the Storage page, choose where you want to store the virtual machine files, and then click Next.
Step 7: On the Disk Format page, select Thick Provision Lazy Zeroed, and then click Next.

Step 8: On the Network Mapping page, in the Destination Networks column, choose the appropriate network
mapping group previously defined to the VMware environment (Example: Servers_1), and then click Next.

&) Deploy O¥F Template =] E3

MNetwork Mapping
‘what networks should the deploved template use?

Source

CNF Template Details Map the netwaorks used in this OVF template to networks in your inventary

Mame and Location

Host | Cluster Source Networks | Destination Metwarks |

storage Default
Disk, Format

MNetwork Mapping
Ready to Complete k

Serer: 1

Description:

Default Metwark

L2

Help | < Back | Mext = I Cancel

4

Step 9: On the Ready to Complete page, review the selected options, and then click Finish. The OVF installation
begins.

Start the Cisco MSE virtual appliance

Next, install the Cisco Mobility Services Engine Virtual Appliance software on the new virtual machine.

Step 1: In the VMware vSphere client, select the virtual machine just installed (Example: vVMSE-VA ), and then
select Power on the virtual machine.



Step 2: At the mse login prompt, enter the default username and password: root/password. The installation
begins and can take up to 45 minutes to complete depending on the performance of the VM host machine.

Cizsco Mobility Service Engine
mse login:

Cizsco Mobility Service Engine

mse login: root
Password:

Running the Cisco Mobility Service Engine installer. It may take =several minutes
to complete.

n Tech Tip

The installation process can take 45 minutes or more to complete. During the
automated installation process, there may be times where no indication of progress is
displayed. Your installation time may vary depending on CPU resources available.

Configure the Cisco MSE virtual appliance

Step 1: After the virtual machine restarts, in VMware vSphere, navigate to the Console tab.

Step 2: At the mse login prompt, enter root for the user ID and password for the password, and then press
<Enter>.

Step 3: At the prompt to setup parameters in the Setup Wizard, enter YES, and then press Enter.

Setup parameters via Setup Wizard (yes/no) [yes]: YES

Welcome to the Cisco Mobility Services Engine appliance setup.

You may exit the setup at any time by typing <Ctrl+C>.

Would you like to configure MSE using menu options (yes/no): No

Step 4: Type Y for Yes, and then enter the host name of the Cisco MSE virtual appliance.

Current hostname=[mse]
Configure hostname? (Y)es/ (S)kip/ (U)se default [Yes]:

Enter a host name [mse]: VvMSE-VA



Step 5: Type Y for Yes, and then configure the domain name. (Example: cisco.local)

Current domain=[]
Configure domain name? (Y)es/(S)kip/ (U)se default [Yes] :<ENTER>

Enter a domain name for the network domain to which this device belongs. It must
contain only letters, digits, hyphens [LDH rule] and dots.
It cannot begin and end with a hyphen.

Enter a domain name : cisco.local

Step 6: Type S for Skip. This skips the high availability configuration.

Current role=[Primary]
Configure High Availability? (Y)es/(S)kip/(U)se default [Yes]: Skip <ENTER>

Step 7: Type Y for Yes, and then configure the ethO interface parameters.

Current IP address=[1.1.1.10]

Current ethO netmask=[255.255.255.0]

Current gateway address=[1.1.1.1]

Configure eth0 interface parameters? (Y)es/(S)kip/ (U)se default [Yes]: Yes
Enter an IP address for first ethernet interface of this machine.

Enter ethO IP address [1.1.1.10] : 10.4.48.40

Enter the network mask for IP address 10.4.48.40.

Enter network mask [255.255.255.0]: 255.255.255.0

Enter a default gateway address for this machine.

Note that the default gateway must be reachable from the first ethernet
interface.

Enter the default gateway address [1.1.1.1]: 10.4.48.1

Step 8: Type S for Skip. This skips the configuration of a second Ethernet interface.
The second ethernet interface is currently disabled for this machine.
Configure ethl interface parameters? (Y)es/(S)kip/(U)se default [Yes]: Skip
<ENTER>

Step 9: Type Y for Yes, and then configure the DNS (Example: 10.4.48.10).

Domain Name Service (DNS) Setup

DNS is currently enabled.

No DNS servers currently defined

Configure DNS related parameters? (Y)es/ (S)kip/ (U)se default [Yes]: Yes
Enable DNS (yes/no) [yes]: Yes

Enter primary DNS server IP address: 10.4.48.10

Enter backup DNS server IP address (or none) [none] : <ENTER>
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Step 10: Configure the current time zone (Example: America/Los Angeles).

Deployment Details

Current timezone:[America/New_York}

Configure timezone? (Y)es/(S)kip/ (U)se default [Yes]:

Yes <ENTER>

Please identify a location so that time zone rules can be set correctly.

Please select a continent or ocean.
1) Africa

Americas

N

Antarctica
Arctic Ocean
Asia

Atlantic Ocean
Australia
Europe

Indian Ocean

O W O J o U b W

Pacific Ocean

UTC - I want to use Coordinated Universal Time.
Return to previous setup step (7).

#? 2 <ENTER>

3) Argentina 29) Martinique
4) Aruba 30) Mexico
5) Bahamas 31) Montserrat
6) Barbados 32) Netherlands Antilles
7) Belize 33) Nicaragua
8) Bolivia 34) Panama
9) Brazil 35) Paraguay
10 Canada 36) Peru
11) Cayman Islands 37) Puerto Rico
12) Chile 38) St Barthelemy
13) Colombia 39) St Kitts & Nevis
14) Costa Rica 40) St Lucia
15) Cuba 41) St Martin (French part)
16) Dominica 42) St Pierre & Miquelon
17) Dominican Republic 43) St Vincent
18) Ecuador 44) Suriname
19) E1 Salvador 45) Trinidad and Tobago
20) French Guiana 46) Turks & Caicos Is
21) Greenland 47) United States
22) Grenada 48) Uruguay
23) Guadeloupe 49) Venezuela
24) Guatemala 50) Virgin Islands (UK)
25) Guyana 51) Virgin Islands (US)
26) Haiti

#? 47 <ENTER>

Select your time zone from the country specific time zone menu.
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<SNIP>

20) Mountain Standard Time - Arizona
21) Pacific Time

22) Alaska Time

#? 21 <ENTER>

The following information has been given:

United States

Pacific Time

Therefore TZ='America/Los Angeles’ will be used.

Local time is now: Fri Oct 5 07:54:52 PDT 2012.
Universal Time is now: Fri Oct 5 14:54:52 UTC 2012.
Is the above information OK?

1) Yes

2) No

#? 1 <ENTER>

Step 11: Choose the default option as to when Cisco MSE automatically restarts.

Enter whether you would like to specify the day and time when you want the MSE to
be restarted. If you don’t specify anything, then Saturday 1 AM will be taken as
the default.

Configure future restart day and time ? (Y)es/(S)kip [Skip]: <ENTER>

Step 12: Specify the remote syslog server used to publish the Cisco MSE logs (Example: 10.4.48.15).

:ﬂ Tech Tip

Selecting a priority level of 2 generates both warning and information-level messages.
The facility value is a way of determining which process created the message. LOCALO
through LOCALY are typically used for networking equipment.

Deployment Details

Configure Remote Syslog Server to publish/MSE logs MSE logs.

A Remote Syslog Server has not been configured for this machine.

Configure Remote Syslog Server Configuration parameters? (Y)es/ (S)kip/ (U)se
default [Yes]: Yes

Configure Remote Syslog Server IP address : 10.4.48.15

Configure Remote Syslog Server Priority parameter.
select a priority level
1) ERROR (ERR)

2) WARNING
3) INFO
Enter a priority level (1-3) : 2 <ENTER>

Configure Remote Syslog Server’s Facility parameter.

Select a logging facility

April 2014



LOCALO (
LOCAL1 (
LOCAL2 (
LOCAL3 (
LOCAL4 (
LOCALS (
LOCAL6 (
LOCAL7 (
Enter a facility(0-7) :4 <ENTER>

~ o U w NP O
[N I N R S R S L i el ot
w N P O W 00 J O

Step 13: Type S for Skip. This skips the next step, which is used for modifying the iptables for the Cisco MSE.

Enter whether or not you would like to change the iptables for this machine

(giving access to certain host).

Configure Host access control settings ?(Y)es/(S)kip [Skip]: <ENTER>

Step 14: Configure Network Time Protocol (NTP), as shown below.

Network Time Protocol (NTP) Setup.

If you choose to enable NTP, the system time will be configured from NTP servers
that you select. Otherwise, you will be prompted to enter the current date and
time.

NTP is currently disabled.

Configure NTP related parameters? (Y)es/(S)kip/(U)se default [Yes] Yes

Enter whether or not you would like to set up the Network Time Protocol (NTP) for
this machine.

If you choose to enable NTP, the system time will be configured from NTP servers
that you select. Otherwise, you will be prompted to enter the correct date and
time.

Enable NTP (yes/no) [no]: Yes

Enter NTP server name or address: 10.4.48.17

Enter another NTP server IP address (or none) [none]: <ENTER>

Configure NTP Authentication ? (Y)es/(S)kip/ (U)se default [Yes]: Skip

Step 15: Type S for Skip. This skips the configuration of the Cisco MSE audit rules, login banner, and console

access.

Deployment Details

Audit rules Setup.

Configure audit rules and enable Audit daemon? (Y)es/ (S)kip/ (U)se default [Yes]:
Skip <ENTER>

Current Login Banner = [Cisco Mobility Service Engine]

Configure login banner (Y)es/(S)kip/ (U)se default [yes]: Skip <ENTER>

System console is not restricted.

Configure system console restrictions (Y)es/ (S)kip(U)se default value [Yes]

Skip <ENTER>
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Step 16: Type Yes. This enables SSH root access.

:ﬂ Tech Tip

Cisco MSE requires the use of strong passwords, which must be a minimum of 14
characters long with rigid requirements on the use of various character classes.
Choose a strong password and document it according to your internal InfoSec policies.

SSH root access is currently enabled.

Configure ssh access for root (Y)es/(S)kip(U)se default [Yes]: <ENTER>

Enter whether or not you would like to enable ssh root login. If you disable this
option, only console root login will be possible.

Enable ssh root access (yes/no): Yes <ENTER>

Single user mode password check is currently disabled.

Configure single user mode password check (Y)es/(S)kip/(U)se default [Yes]: Skip
<ENTER>

Configure root password (Y)es/(S)kip/ (U)se default [Yes]: <ENTER>

You can now choose the new password.

A valid password should be a mix of upper and lower case letters, digits, and
other characters. You can use a 14 character long password with characters from
all of these classes. An upper case letter that begins the password and a digit
that ends it do not count towards the number of character classes used.

Enter new password: Hgt50N3181.5n2B <ENTER>

Step 17: Accept the default log-in parameters and GRand Unified Bootloader (GRUB) settings.

:n Tech Tip

GRUB is used to password-protect the boot loader in Linux systems. If you specify a
GRUB password, each time the virtual appliance is booted, the GRUB password must
be entered. If the password is lost or forgotten, the virtual appliance cannot be booted.
Configuring a GRUB password should be done with consideration and documented
accordingly in your organization’s operations manual.

Login and password strength related parameter setup

Maximum number of days a password may be used : 99999

Minimum number of days allowed between password changes : 0

Minimum acceptable password length : disabled

Login delay after failed login : 5

Checking for strong passwords is currently enabled

Configure login/password related parameters? (Y)es/(S)kip/ (U)se default [Yes]:
Skip <ENTER>

GRUB password is not currently configured.

Configure GRUB password (Y)es/(S)kip/ (U)se default [Yes]: Skip <ENTER>
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Step 18: Select Yes, and configure the Cisco Prime Network Control System (NCS) communications username.

Configure NCS communications username? (Y)es/(S)kip/ (U)se default [Yes]: Yes
<ENTER>

Enter an admin username.

This user is used by the NCS and other northbound systems to authenticate their
SOAP/XML session with the server.

Enter a username : vMSEuser

Configure NCS communication password? (Y)es/ (S)kip/ (U)se default [Yes]: Yes
<ENTER>

Enter a password for the admin user.

The admin user is used by the NCS and other northbound systems to authenticate
their SOAP/XML session with the server. Once the password is updates, it must
correspondingly be updated on the NCS page for MSE General Parameters so that the
NCS can communicate with the MSE.

Enter NCS communication password: ClscO!349(@

Confirm NCS communication password : ClscO!349@

Step 19: Confirm and approve the settings obtained through the Setup Wizard.

Deployment Details

Host name=vMSE-VA
Domain=cisco.local
EthO IP address=10.4.48.40, EthO network mask=255.255.255.0
Default gateway=10.4.48.1
Enable DNS=yes, DNS servers=10.4.48.10
Time zone=America/Los Angeles
Enable NTP=yes, NTP Servers=10.4.48.17
Enable SSH root access=yes
Root password is changed.
NCS username is changed.
NCS password is changed.
Remote Systemlog Server IPAddress=10.4.48.15, Remote Syslog Server
Facility=LocalO
Remote Syslog Server Priority=WARNING

You may enter “yes” to proceed with configuration, “no” to make more changes, or
WA to go back to the previous setup.
Configuration Changed

Is the above information correct (yes, no, or "): Yes <ENTER>
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Verify installation of MSE virtual appliance

Manually restart the Cisco MSE server and using the following steps, confirm that the MSE processes have
indeed started.

Step 1: In VMware vSphere, shutdown and restart the Cisco MSE-VA host.

Step 2: On the Console tab, log in to the Cisco MSE by entering root for the user ID and the password
configured in Step 16 (Example: Hgt50N3181.5n2B).

Step 3: When logged in, enter the getserverinfo command, and then note the status of the Health Monitor.

I ! ! ! ! ! ! Consale l ! ! ! !

Cisco Mobility Service Engine

VvMSE-VUA login: root

Password:

Last login: Wed Jan 22 13:24:52 on ttyl
[root@uMSE-Ua “1# getserverinfo

Health Monitor is not ruwning
[root@uMSE-Ua ~1# _

Step 4: If the Cisco MSE Health Monitor is running, skip to the next procedure.

If the Cisco MSE Health Monitor is not running, enter the service msed start command. The MSE platform
processes start.

I E 5 5 5 5 3 Console & 5 5 5 —

[rootBuMSE-UA " 1# getserverinfo
Health Monitor is mot runming
[rootBuMSE-UA ~1# [service msed start
Starting MSE Platform

syslogd: unknown facility name “LOCAL="
Starting Apache HTTPD Server
fipache Server is already running. Skipping restart.
Starting Health Monitor, Waiting to check the status.
You need to implement a remote task_setrlimit in your security module and call i

t directly from this functionWARNING: at security/security.c:51 security_ops_tas
k_setrlimit()

Call Trace:
[<ffffffffBA12fASh>] security_ops_task_setrlimit+Bx87-8x96
[<FFfffFFFBEB9dc2f >]1 do_prlimit+Bxd?-Bx1de
[LFfffFFFFBAATGRd?8>]1 sys_setrlimit+Bx36-/8x43
[<ffffffffBAA5A29e>] tracesys+Bxd5-Bxdf

Starting Health Monitor, Waiting to check the status.

Health Monitor successfully started

Starting Admin process...

Started Admin process.

Starting database

Database started successfully. Starting framework and services

Step 5: Repeat Step 3 and verify that the MSE Health Monitor is running.



Configuring Cisco Prime Infrastructure for the Cisco MSE-VA

1. Log in to Cisco Prime Infrastructure

Add a user ID for the Cisco MSE-VA

Add the Cisco MSE-VA to Prime Infrastructure
Confirm Cisco MSE-VA addition and license
Synchronize the WLCs to use Cisco MSE
Enable NMSP between MSE and WLCs

@ @ & W N

Cisco Prime Infrastructure must be configured with the relevant Cisco MSE-VA information. This configuration
allows Prime Infrastructure communicate with the MSE-VA server.

:ﬂ Tech Tip

Cisco Prime Infrastructure 1.4.1 supports the following browsers:

- Google Chrome—25.0, 26.0 or 27.0

- Mozilla Firefox— ESR 17.x, 17.0 or later

- Microsoft Internet Explorer 8.0 or 9.0 with Chrome plug-in.
(Native Internet Explorer is not supported.)

The recommended minimum resolution for each browser is 1280x800 pixels.

Log in to Cisco Prime Infrastructure

Step 1: Using a supported browser, access the Cisco Prime Infrastructure management interface (Example:
https://prime-infra.cisco.local or 10.4.48.35).
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https://prime-infra.cisco.local

Step 2: Log on using the configured Cisco Prime Infrastructure user ID and password (Example: root/1Qazxsw?2).
“ . Cisco Prime
@ Infrastructure
S’ Wersion: 1.4

f
Usernarne | rook |
l Paszword | — |

1 2043 Gaen Systems Inc. Goo, Gom Systems am Sooo Sstems g aie wegsbeied UDademarts of Gaen Systems Inamdio its wilia]e.
AT in L US o ozilsn ol coanies cisco

Add a user ID for the Cisco MSE-VA

Step 1: In Cisco Prime Infrastructure, navigate to Administration > Users, in the list, choose Add User, and then
click Go.

(dHome Design v Depoy v Operate v Report v Adminstiation v

Users, Roles 8 AAA

Users I —-—
(i e Administration > Users, Roles & AL > Users Aod User z Gk
Local Password Policy
T | User bame Mermber Of Status | At Tral
A2A Mode T wing Admin Active
O Userl Super Users Active
O root Root Active

Step 2: Enter the username (Example: vMSEuser) and password (Example: C1scO!349@) that you configured in
Step 18 of Procedure 3, “Configure the Cisco MSE virtual appliance.”

Step 3: Select Admin, Config Managers, Super Users, and System Monitoring, and then click Save.

:ﬂ Tech Tip

It may be necessary to modify the password policy in Cisco Prime Infrastructure 1.4.1
in order to accept passwords that contain variations of the word Cisco as used above.
To do this, navigate to Administration > Users, Roles & AAA > Local Password Policy,
and modify the necessary policy settings in order to match your security policy.
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Users, Roles 8 AAA

Changs Password Add User
Administration > Users, Roles & A8 > Users > Add User
Local Password Policy
3 Wirtual Domains
ARA Mode a
Usarname | wMSEuser

New Passward i e
Confirm Password [osrsnsnrronnes ]

Groups Assigned to this User
¥ admin

¥ Config Managers

RADIUS Servers
S50 Servers I™ Labby Ambassador i
S50 Server AAA Mode I~ Moritor Lite &

I™ north Bound &P1
™ Root ¢

[¥ Super Users

I™ system Mornitoring
7 User Assistant i

¥ User Defined 1 B

sonp [ ol

Add the Cisco MSE-VA to Prime Infrastructure

Step 1: Navigate to Design > Mobility Services Engines.

ﬁj Haorme Design ¥ | Deploy * Operate ¥ Report ¥ Administration ¥

Incidents Performance Detail Dashboards & Eonﬁguration Mot_'_“ity Se.rvil:es ;
Feature Design nhility S?wces Engine
General Client Security Mesh Cleansir Moritar Co.nﬁguratmn Svnchmn? ) BNIFBS
{ Configuration Groups Synchronization History
Filters (@) *Time Frame Shared Palicy Okjects High Awailability
Wireless Configuration Context Aware Motifications L
Metwork Device Summary Custom SNMP Templates Mobile Concierge o
Total Managed Device Count: 24 AP Ay ailability @ Automated Deployment Profiles '|'
&, Management Tools

Part Grouping

Site Map Design

Automatic Hierarchy Creation

Endpoint-Site Association

External Management Servers «
&% Network Services

Step 2: In the list, choose Add Mobility Services Engine, and then click Go.

Design ¥  Deploy ¥  Operate ¥ FReport v Administration v

/2 Home

Mobility Services Engines
Services > Mobility Services Engines Add Mobilty Services Engine [»]

None Detected
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Step 3: On the Add Mobility Services Engine page, enter the following parameters:
Device Name—vMSE-VA
IP Address—10.4.48.40
Contact Name—Networking Team
Username—admin (do not change this)
Password—(do not change the auto-filled value)
T -

Add Mobility Services Engine

Add MSE Configuration

JHte=rEg) Device: Mame VMIE-YA

Select Service:
1P Address 10.4.45 40

Tracking

.

Assion Maps Contack Mame Metworking Team

Mobile App Enablement Username7)
Password 2)

Delete synchranized service assignments (Mebworks designs, controllers, wired switches and event definitions)
© Selecting Delete synchronized service assignments permanently removes all service assignments from the MSE.

Existing location history data is retained, howswver you must use manual service sssignments to do any Ruture location caleulations.

0 Starting version 7.2.x of the MSE, Yirtual IP (¥IP) address suppart has been added for High Awailability. IF you wish to use High Awvailability and have configured a WIP, add
the MSE using the YIP and not the health manitar TP,

Step 4: On the MSE License Summary page, review the Cisco Prime licensing for the Cisco MSE-VA. If you do
not have additional licenses to add, click Next.

MSE License Summary

Edit M3E Configuration

Licensing 0 Permanent licenses include installed license counts and in-built license counts,

Select Service Service | Platform Limit by AP Type Installed Limit by 4P License Type

. w[M3SE-44 Mokt Activated { AIR-MSE-¥A-K9:¥01:¥vMSE-¥A.ciscolocal_4682359c-83ac-11e3-aaad-005056a27888)

Tracking Cas 200 CAS Elements 100 Evaluation { 120 days left)

Assign Maps wIPS Monitar Mode APs 1 Evaluation ( 120 days left)
s 2l wiIPS Local Mode APs 10 Evaluation { 120 days left)

Mabile App Enablement MC 200 Mohile Concierge 1n Evaluation { 120 days left)
ANA 200 Location Analytics 10 Evaluation { 120 days left)

If you have additional licenses for the MSE, click Add License. On the Add A License File dialog box, click
Choose File, select the Cisco MSE license file that you received as part of the fulfillment process, and then click
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OK. On the MSE License Summary page, click Next.

Add A License File g

MSE Mame: (Al $:0L i E Jcisco.local_4682359c-83ac-11e3-aaad-005056a27888)

License File: Choose File | Mo file chozen

m Cancel

Step 5: On the Select Mobility Service page, select Context Aware Service, Wireless Intrusion Protection
Service (WIPS) and then click Next.

Select Mobility Service

Edit M3E Zonfiguration
Licensing
Zonkext Aware Service
Select Service
Tracking WIPS
Assign Maps Mobile Concisrge Service
Mabile App Enablement
CHMX Analytics
MK Browser Engage
HTTP Proxy Service

Deployment Details April 2014



Step 6: On the Tracking page, enable the following real-time and historical tracking services as shown in the
following table, and then click Next.

Table 1 - Tracking and history parameters

Tracking

History

Wired Client

Wired Stations

Wireless Clients

Client Stations

Rogue Access Points

Rogue Access Points

Rogue Clients Interferers
Interferers Rogue Clients
Active RFID Tags -

Edit MSE Configuration
Licensing

Select Service
Tracking

Assign Maps

Mobile App Enablement

Select Tracking & History Parameters.

Tracking

Histary

tired Clisnts

Wireless Clients

Rogue AccessPoints
Exclude Adhoc Rogue APs

Rogue Clients

Interferers

Active RFID Tags

twired Stations
Client Stations
Rogue Access Poinks
Rogue Clients
Inkerferers

Asset Tags

Step 7: On the Assign Maps page, select the building and floor plan created and click Synchronize.

Edit MSE Configuration
Licensing

Select Service
Tracking

Assign Maps

Mabile App Enablement

show [l -]8

[/ Hame Type Status
O Unassigned Campus

System Campus > Headquarters = First Floor Floor Area

System Campus > Headgquarters Buiding

| Syrtverie | Raset |

<

] »

Deployment Details

April 2014



The Status changes to bi-directional as shown by the green arrows in the status column.

P
Edit MSE Configuration s 2 | Tl s B BB G 2
show [Ml -]
Licensing - '8
Select Sarvice O e IEED | seatus ‘
O Unassigned Campus
Tracki
W) System Campus > Headquarters 3 First Floar Floor Area &
Assign Maps System Campus > Headquarters Buiding 2
Mabile App Enablement s
| =—e— r— 1
< [ ] »

Step 8: Click Next to continue.

Step 9: On the Mobile App Enablement page, do not enable Mobile App Integration, click Done, and then on the

“Your MSE Settings have been saved” message, click OK.

Edit MSE Canfiguration
Licensing

Select Service:
Tracking

Assign Maps

Mobile App Enablement

Mobile App Enablement

¥ General

Enable Mobile App Tntegration (&

Confirm Cisco MSE-VA addition and license

It may be necessary to limit the number of elements that are being tracked, according to the license. If you are
using the evaluation license, which allows 100 items to be tracked and expires in 180 days, you may have to
limit what those license elements are being used for. This procedure provides guidance for manually configuring
which items to track.
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Step 1: Navigate to Design > Mobility Services Engines, and then verify that the configured IP address of the
Cisco MSE-VA is reachable and that each of the mobility services are available.

g Wirtual Dam‘;ln ROCT-DOMAIN Ed P
ﬁ\ Home Design ¥ Deploy ¥ Operate ¥ Report v Administration ¥

Mobility Services Engines

E
Services = Mobility Services Engines Select 3 command 1
Mobility Service
Device Mame Device Type IF Address ‘ersion Reachability Status  Secondary Server Admin
Mame Status Service Status
Cunt_axt Auare Enabled Up
Service
WIPS Enabled Up
Mobile Concierge .
" Disabled Dowin
- . I il ine - i i Service
MSE-YA T Admin ¥ T Clscp Mobility Services Engine - irkual 10.4.48.40 2.6.100.0  Reachabh Mia (Click here to
[ [admin iz @7 220 sachiank configure) M dnalytics Disabled Down
M Bropser Disabled Dowin
Engage
HTTP Praxy Service  Disabled Do

Step 2: If you do not want to manually configure which devices are tracked, skip to the next procedure.

If you want to manually configure license tracking, navigate to Design > Mobility Services Engines, and then
select the Cisco MSE-VA installed.

Step 3: In the tree, navigate to Context Aware Services > Administration > Tracking Parameters.

Step 4: Enable only the Network Location Service elements necessary, and then enter a limit value that
conforms to your Licensed Limit (Example: 15 Wireless Clients + 45 Rogue Access Points + 10 Rogue Clients +
30 Interferers = 100 Licensed Elements). When appropriately valued, click Save.

Wirtual Dum;in ROOT-DOMAIN h p,
ﬁ\ Harne Design ¥ Deploy ¥ Operate ¥ Repart ¥ Administration ¥

System , Tracking Parameters: vMSE-VA

Services = Mobilivy Services Engines = vMSE-WA = Context Aware Service = Administration = Tracking

@ When Cisco Tag Engine is enabled, the Licensed Limit for Metwork Location Service elements also includes Asset Tracking elements.,
i ceneral Tracking Pararneters

~  Administration

Metwork Location Service Elements: Licensed Limit = 100

& Tracking Parameters Enable Tracking Parameters Enable Limiting Lirnit Yalue Active Yalue Mot Tracked

l; Filtering Parameters wired Clisrts 0 0

i History Parameters Whireless Clients 1] 0 ]

- Presence Parameters Rogue AccessPaints 0 0

{5 Tmport Asset Infarmation Exclude Adhoc Rogue APs

i Export Asset: Information Rogus Clisnts 0 o
Interferers 1} 1]

v Advanced Active RFID Tags D 0 0

& Morthhound Motifications

I; Lacation Parameters

(s Motification Parameters

& Notification Statistics

WIPS Service »

Tech Tip

The reason we are limiting the number of licenses used for each type of tracking
parameter is to prevent 100% of the licenses from being used by a single tracking
parameter.
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Synchronize the WLCs to use Cisco MSE

In order to establish and assign the Cisco MSE-VA to each of the wireless LAN controllers, it is first necessary to
synchronize them. In the following steps, you assign the MSE-VA to each of the wireless LAN controllers in Cisco
Prime Infrastructure.

Step 1: Navigate to Design > Mobility Services > Synchronize Services.

Report *  Administration ¥

e e &% Configuration Mul:.lillty Services
Feature Design Mobility Services Engines
- Monitor Configuration N ac I
General Clent Securit Mesh Cle —
i L 4 Configuration Groups Synchronization
Filters (£ *Time Frame |Past 1Howr ~ Shared Paiicy Objects High Availability
B ‘Wireless Configuration « Context Aware Notifications |
Network Device Summary Custom SNMP Templates Mobile Concierge zation @
Tokal Managed Device Count: 80 AP @ Automated Deployment Profiles
‘ Tool | Device IP Average
Management Tools !
it cal 10.4.15.6 | ET
Site Map Design | 10.5.87.4 - 2% —
Automatic Hierarchy Creation
Endpoint-Site Association peg 10574 | ET
External Management Servers » -:
&% Network Services cal 10572 —
10.4.63.5 - 23%

Step 2: On the left side of the page, in the list, click Controllers.

Network Designs
Network Designs Services > Synchronize Services > Network Designs

® Madifying assignments for Network Designs will auto assign the Controllers for CAS. Modifying assignments at Campus of Building level akways

I Controllers I ovarrides any previous assignments of their children maps.
Event
e Show: Type 'A“—ll @
wired Switches
r | Name 4 Type | Service | MSE Sync Status  Message
Third Party Elements [0 system GPS Campus CampLis - - -
Serven | Unassigned Campus
Change MSE Assignment | | Reset
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Step 3: Select each of the wireless LAN controllers that you want to assign to the Cisco MSE, and then click
Change MSE Assignment. It does not make sense to select dedicated guest anchor controllers as these WLCs
will typically not have access points registered directly to them.

Virual Domain ROOTDOMAIM | mety | O
ﬁ Horme Design ¥ Deploy ¥ Operate ¥ Repart ¥ Administration ¥ ‘g‘

Controllers
Metwork Designs Services = Synchronize Services > Controllers
I @ For MSE versions prior to 7.0,x, modifying the assignment For one service will also modify the assignment For the other serviceis),
cantrallers
Event Groups Hame & IP Address ersion Setvice MSE Sync Status | Message
J h 2504-1 10.4.30.62 7.6,100.0 -
“ired Swit
11ee aniees 2504-2 10.4.30.63 7.6.100.0
Third Party Elements 7 - ¥M3E- [NMSP -
V] ss05-1 10.4.30.66 7.6.100.0 CAS a Status | -
Service Advertisements vMSE- [hMSP =
Hlps ik Status ] -
DMZ-WLC2504-Guest-1 192.165.,19.25 7.6,100.0
DMZ-WLCZ504-Guest-2 192.165.19.26 7.6.100.0
DMZ-WLC5508-Guest-1 192.168.19.54 7.6.100.0
7 wMSE- [ mrse -
W] wismz 10.4.30.64 7.6.100.0 CAS a Status | -
wMSE- [ mrse -
wlps i Status | -
7 N wMSE- [ rrsp -
[¥] wicesoo-1 10.4.59.65 7.6.100.0 CAS VA ] -
wMSE- [ rrsp -
wlps i Status ] £
7 g wMSE- [ mrsp -
V] wwlc 7 6 95 7-Serverl 10,4.59.55 7.6,95.7 CAS a Status | -
wMSE- [ mrsp -
Hlps i Status ] -
7 . wMSE- [ rrsp -
V] wwlC 7 6 95 7-Server2 10.4.59.59 7.6,95.7 CAS A ] -
wMSE- [ rrsp -
Hips Vi Status ] £
Change M3E Assignment ‘ | Reset ‘

Step 4: On the Choose MSEs dialog box, select CAS (Context Aware Service) and wiPS (Wireless Intrusion
Prevention System), then click Synchronize.

Choose MSEs x

Marme IP Address | CAS  wIPS  MSAP
WMEE-VA 1044840 & @

Enable NMSP between MSE and WLCs

(Optional)

The Cisco Network Mobility Service Protocol (NMSP) is a Transport Layer Security (TLS) based protocol that
manages the communication between the Cisco MSE and the wireless infrastructure inclusive of controllers
and Cisco Catalyst switches. Information collected at chokepoints, along with various telemetry and emergency
information, is communicated by using this protocol.

If the wireless LAN controller was discovered in Cisco Prime Infrastructure by using the Read/Write SNMP
community string, then Cisco NMSP should be established automatically between the Cisco MSE and the WLC.
If however the WLC was discovered using the Read Only community string, NMSP is likely in the inactive state,
as shown in Step 3 below.
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Tech Tip

In order for Cisco MSE to communicate with the wireless infrastructure by using NMSP,
the clocks of all devices must be synchronized. It is therefore recommended that all
infrastructure components utilize NTP for consistent clock synchronization. In addition,
the WLC must have the MAC address and Key Hash of the MSE-VA configured. The
key is normally added automatically by Cisco Prime if the WLC was initially discovered
using the Read/Write SNMP community string. The manual process of configuring the
MSE credentials into the WLCs is shown below.

Step 1: Navigate to Design > Mobility Services > Synchronize Services, and then in the left column, click
Controllers.

Step 2: On the Controllers page, for each of the wireless LAN controllers that provide Cisco CleanAir
information, click the [NMSP status] link.

o Winual Domain ROGT-DOMAIN | oot P
ﬂ Haome Design ¥ Deplay ¥ Operate ¥ Report ¥ Adrinistration ¥

) Controllers
Hetwork Designs Services = Synchronize Services = Controllers
I @ For MSE wersions prior to 7.0.x, modifying the assignment For one service will also modify the assignment for the other serviceis).
controllers
Ewent Graups Mame & IP Address Version Service MSE Sync Status | Message
J h 2504-1 10.4.30.62 7.6.100.0 - - -
“Wired Switches
2504-2 10.4.30.63 7.6.100.0 =
Third Party Elements E . wMSE- [ HMSP
1) 5508-1 10.4.30.66 F.6.100.0 CAS s Status ] -4
Service Advertisements wM3E- [MNMSP
WP WA Status] =
DMZ-WLC2504-Guest-1 192.165.19.25 7.6.100.0
DMZ-WLC2504-Guest-2 192,168,19.26 7.6.100.0
DMZ-WLCSS508-Guest-1 192,168.19.54 7.6.100.0
¥ wMSE- [ NM3P
WISKE 10.4.30.64 7.6.100.0 CAS i Status ] =
wM3E- [ NMSP
wIF WA Stabus] =
7 u wM3E- [ frse
V] wicrsoo-1 10.4.58.65 7.6.100.0 CAS vy statye ] =
WMSE- [ Wb
e i status | &

Step 3: If any of the WLCs has an NMSP status of Inactive, note which WLCs are not in an active state. Perform
the steps below for each of the inactive WLCs.

If all of the WLCs have an NMSP status of Active, skip to the next procedure.

an woy [ D,
7 Home Design ¥  Deploy ¥  Opeste v  Report ¥  Administration ¥ ™S e-

NMSP Connection Status Details: 10.4.50.68

Seryices  Mobity Sarvices Engine > vHSE VA Syl » S » NMSP Connacon Sty » NMISP Connection Status Details
- Seneral Properties

& Active Sessions Surnmary

& Trap Destinztiors IP Adcress 10.4.50.68

@ Advanced Parameters Wersion 7.6.100.0
Target Type Contraller

Lt o sts oacis |

~  Sarvices High Availability Echo Request Count o

& HA Configuration

Echo Response Count o
& Ha stans Last Ackivty Tine
* Acounts Last Echo Request Message Recetved At
& Users Last Echo Response Message Received At N
& croups Model 7500
 status MAC Address 70161 05:cercaia
& serverEverts Capable AMSP Services MiA
i AudtLogs Subscribed Services
i NCS Alarms Service Subservices
HNone Detected
NS Events
& NMSP Cornection Status Messages
Message Type mjout Count Last Activty Tine Bytes

* Maintenance

Nre Detected

Step 4: On the Cisco MSE-VA, in the CLI, issue the cmdshell command. The response is the emd> prompt.
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Step 5: At the ecmd> prompt, issue the show server-auth-info command.

Step 6: Record the key hash value and MAC address as shown on the Cisco MSE-VA. Be careful not to
transpose any digits in the hash string or MAC address obtained.

Cisco Mobility Service Engine

vM3E-UA login: root

Password:

Last login: Wed Jan £2 13:27:43 on ttyl
[rootPUMSE-UA “1# cmd

-bash: cmd: command not found
[rootPvMSE-UA ~1# cmdshell

cmd> [show server-auth-info

invoke command: com.aes.server.cli.CmdGetServerAuthInfo
fnesLog queue high mark: SHABA

fAesLog queue low mark: SHH

Auth Info
MAC Addres=s: |AB:58:56:a7:78:88
Key Hash:|1f88d6662f 2ed2f9hf53f16671838193c34751F1
Certificate Type: S3C

cmd> [root@uMSE-Un “1# _

Next, determine if the Cisco MSE is authorized in the WLC.

Step 7: From the console port, navigate to the CLI interface of a wireless LAN controller that displayed as
Inactive in Step 3, and then enter the show auth-list command. In the example below, there are no MSEs
currently authorized to establish an NMSP session with the wireless LAN controller.

(Cisco Controller) >show auth-list

Authorize MIC APs against ARA ... iitieneeenenann disabled
Authorize LSC APs against Auth-List ............. disabled
APs Allowed to Join

AP with Manufacturing Installed Certificate.... yes

AP with Self-Signed Certificate................ no

AP with Locally Significant Certificate........ no

Step 8: Authorize the Cisco MSE on the wireless LAN controller by using the information obtained from the
MSE-VA in Step 6.
(Cisco Controller) >conf
(Cisco Controller) config>auth-list add ssc 00:50:56:22:78:88 £80d6662f2e42f9bf53
£16671838193c3d751f1

(Cisco Controller) config>




Step 9: Verify that the Cisco MSE has been authorized on the wireless LAN controller.
(Cisco Controller) >show auth-list
Authorize MIC APs against Auth-list or AAA ...... disabled
Authorize LSC APs against Auth-List ............. disabled
APs Allowed to Join
AP with Manufacturing Installed Certificate.... yes

AP with Self-Signed Certificate................ no
AP with Locally Significant Certificate........ no
Mac Addr Cert Type Key Hash
00:50:56:a2:78:88 SSC 1£80d6662f2e42f9bf53f16671838193c3d751f1

(Cisco Controller) >

Step 10: Repeat Step 7 through Step 9 for each of the wireless LAN controllers that do not have an established
NMSP connection.

After manually adding the Cisco MSE key hash value and MAC address to the WLCs, you must verify that the
NMSP status is now active.

Step 11: Within Cisco Prime Infrastructure 1.4.1, navigate to Design > Mobility Services >
Synchronize Services > Controllers, and then for every WLC connected to Cisco MSE and used for CAS or
wIPS, click the [NMSP Status] link.

Controllers
Hetwork Designs o rvices = Contrallers
P 0 For MSE versions prior t 7.0., medifying the assignment For one service wil lso modfy the assignment for the other service(s).
ontrollers
Event Groups [ Name & 1P Addvess Version Service MSE Syne Status Message
B 25041 10.4.30.62 7.6.100.0 cas WMSE-VA [ P Status ] &
Wired Swiches
wIFS WHSE-VA [ P Status ] &
Third Party Elements [ zs04z2 10.4.30.63 7.6.100.0 cas WMSE-VA [ NP Status ] 2
WS MSE-VA [ 5P Status ] 2
SR LRSS B ss0s1 10.4.30.66 761000 cas MEE-4A [ usP Status ] k]
wes MEE-VA [ usP Status ] 2
[ omz-wiC2504-Guest-1 192.168.19.25 7.6.100.0 -
[0 omz-wicasns-Guest-2 192.168.19.26 76.100.0 -
[ pwz-wLCss0s-Guest-1 192.168.19.54 7.6.100.0 - - -
O wismz 10.4.30.64 7.6.100.0 CAS WMSE-YA [ MMSP Status ] 2
wPs MEE-VA HMSP St 2
[ wicrsoo-t 10.4.59.68 7.6.100.0 cas VMSE-VA [ e ftatus] &
wIFS WHSE-VA [ s s ] &
[ e 7 695 7-Servert 10.450.58 76957 A5 VMSEVA THIEP Status ] 2
wIFS WHSE-VA [ P Status ] &
[ vwic 7 6 95 7-Serverz 10.459.59 76957 cas VMSE-VA [ HMSP Status ] L
wIPS YMSE-VA [ NMSP Status ] 2
[ Change 15E Assignmen |
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The NMSP status should now be Active for each of the WLCs, as shown below.

Step 12: If the status does not change to an active state, verify that the authorization list on the WLC has the
proper MAC address and SSC key hash of the Cisco MSE-VA. Also, ensure IP connectivity exists between the
WLC, MSE, and Cisco Prime Infrastructure.

ﬁ Horne Design ¥  Deploy ¥  Operate ¥  Repart ¥ Administration ¥

ﬁ General Properties
& Active Sessions
& Trap Destinations
& advanced Parameters
& Logs
¥ Services High Availability
& HA Configuration
£ HA status
¥ Accounts
l; Users
IJ GEroups
¥ Status
I; Server Events
& Audit Logs
i MCS Alarms
i NCE Events
IJ MMSP Connection Status
¥ Maintenance
& Backup
& Restore

NMSP Connection Status Details: 10.4.59.68
Services = Mobility Services Engines = vMSE-YA= Systern = Status = MMSP Connection Status = NMSP Connection Status Details

Summary

1P Address
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Target Type
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Echao Request Count
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70:81:05:ceicaa9
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Troubleshooting with Cisco CleanAir

With the addition of the Cisco Mobility Services Engine virtual appliance (MSE-VA), historical Cisco CleanAir
information is readably accessible through Cisco Prime Infrastructure. The ability to determine the quality of the
RF spectrum combined with the ability to retrieve baseline historical information is key information needed in RF
spectrum troubleshooting.

The real power of Cisco CleanAir is that network administrators, without leaving their own desks, can analyze the
Wi-Fi spectrum in any location to which they have connectivity.

The Cisco Aironet 2600, 3600, and 3700 Series access points can be put in Spectrum Expert-Connect
(SE-Connect) mode and used as a virtual remote interface to the MetaGeek Chanalyzer 3rd party application.
When an access point is placed in Spectrum Expert Connect mode, it no longer provides wireless services to
users but instead has complete visibility of the entire licensed band. When connecting to an access point that is
in local mode, the MetaGeek Chanalyzer software has visibility to the channels active on the access point, and
wireless services are not interrupted. In both cases, the physical location of those with advanced RF skill sets is
no longer relevant as remote access to the network is all that is required.

By changing the role of your CleanAir access point to either local or SE-Connect mode and connecting to it
using the MetaGeek Chanalyzer software, the Wi-Fi network administrator can view the environment directly and
in detail. Your organization no longer needs to fly expensive personnel onsite in order to troubleshoot challenging
physical-layer issues that are too often intermittent in nature.

Viewing real-time and historical CleanAir using Prime
Infrastructure

1. View historical Cisco CleanAir information

When the call for assistance arrives, it almost certainly will originate from a location that does not have
knowledgeable human resources to troubleshoot, identify, and fix the issue. Wi-Fi devices are designed to send
and receive Wi-Fi signals, but they do not have the capability to identify non-Wi-Fi radio interferers, such as
microwave ovens, Digital Enhanced Cordless Telecommunications (DECT) phones, analog wireless cameras, or
even radio jammers. The specialized Spectrum Analysis Engine (SAgE) ASIC in the Cisco CleanAir access points
can identify these devices and with triangulation from the MSE, can locate their position on a map.

When the call comes in, identifying the facts about the issue to make informed decisions regarding the next
steps for effective mitigation is critical to effective problem resolution. Examples of some of the information

used in the decision process are the location of the problem, type of interference (if known), impacted areas

and time of day (for example, if the issue occurs most of the time during lunch hours). Armed with as much
information from the end user as possible, combined with the fact that Cisco Prime Infrastructure indicates a
drop in Air Quality (AQ), the Wi-Fi engineer can begin to examine the RF environment in depth using Cisco Prime
Infrastructure, Cisco Mobility Services Engine and Cisco CleanAir access points.
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View historical Cisco CleanAir information

Oftentimes it’s imperative that a historical baseline for RF spectrum management is available. As is the case with
many network engineers and integration partners responsible for a wireless network, problems invariably occur
when support personal are not onsite. When using Cisco Prime Infrastructure combined with the Cisco Mobility
Services Engine Virtual Appliance (MSE-VA), you can easily view historical RF based CleanAir information. This
provides the ability for those responsible for the operation of the wireless network to examine the state of the RF
environment after the RF based interference event has cleared.

Step 1: In Cisco Prime Infrastructure 1.4.1, navigate to Home > Overview > CleanAir, in the Filters list, choose
the desired time frame, and then click Go.
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If you find that Cisco CleanAir Air Quality graphs are not being displayed as shown
above, you may need to perform one or more of the following troubleshooting steps:

1. Ensure that CleanAir-capable APs have been configured on the floor plan or map
and that their radios are enabled.

2. Ensure that all CleanAir settings have been successfully applied to the APs and
wireless LAN controller via the templates described in this document.

3. Repeat Step 4 in Procedure 5 above by first clearing CAS (Context Aware Services)
and wlPS and then synchronizing. Then go back again, select CAS and wliPS, and
re-synchronize.

4. Ensure that NMSP between the Cisco MSE and WLCs is established within Prime
Infrastructure as defined in Procedure 6, “Enable NMSP between MSE and WLCs.”

5. Ensure that the Cisco MSE services are running as described in Procedure 4,
“Confirm Cisco MSE-VA addition and license.”
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Step 2: Click Worst Interferers. The corresponding floor plan is displayed.

Step 3: In the left pane, under Floor Settings, select Interferers. The list of interferers is graphically displayed.
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Step 4: Navigate to Overview > Context Aware. This displays the historical information on the number of
rogues, wireless clients, and other context-aware information obtained from the Cisco MSE-VA.
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Step 5: Within Cisco Prime Infrastructure 1.4.1, navigate to Operate > Operational Tools > Wireless >
Interferers. A list of active interferers discovered within the last 5 minutes is shown. If you click Edit Search, you
can alter the timeframe.
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Step 6: Click the floor for any of the alarm conditions shown above. The floor plan is displayed for the affected
area.
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Step 7: In the Show MSE data list, choose Within the last 24 hours, and then to the right of Interferers, click the
arrow.
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Step 8: In the Interferer Filter pane, in the Interference Type list, choose All Interferers, select Show Zone of
Impact, and then click OK. Note the zone of impact caused by all sources of interference.
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Viewing real-time CleanAir using MetaGeek’s Chanalyzer

1. Install MetaGeek Chanalyzer
Analyzing RF environment using MetaGeek Chanalyzer & Cisco CleanAir

Remote Spectrum Analysis using MetaGeek Chanalyzer

= e N

Using MetaGeek Chanalyzer to produce RF impact reports

Cisco has partnered with MetaGeek and now provides real-time Cisco CleanAir spectrum intelligence to the
MetaGeek Chanalyzer product. The Chanalyzer product from MetaGeek provides the network administrator with
the same capabilities found in the Cisco Spectrum Expert software but with advanced visualizations and many
more features. The MetaGeek Chanalyzer product allows you to get the most from Cisco CleanAir access points
with and without the WSSI module.

When using the MetaGeek Chanalyzer product with a Cisco CleanAir access point, the network administrator can
view both the 2.4GHz and 5GHz bands simultaneously while zooming into specific time periods using a Digital
Video Recorder (DVR) like capability. The advanced graphics visualizations produced clearly show the type of
interference (Bluetooth, DECT among a few) and its location within the RF band. Information captured can be
saved to a file to serve as a baseline, or transmitted to 2nd or 3rd level engineers for analysis.

The outstanding and informative graphic visualizations that the Chanalyzer product produces can be coupled with
advanced reporting capabilities. This allows wireless network engineers and/or integration partners to produce
professional reports that graphically show the impact of the interference in a way that can be easily understood
and visualized.
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The following procedures outline the installation and use of the MetaGeek Chanalyzer product with Cisco
CleanAir.

n Tech Tip

A free 7 day trial of the MetaGeek Chanalyzer product can be downloaded from
MetaGeek at the following URL: http://www.metageek.net/support/downloads/

Install MetaGeek Chanalyzer

The MetaGeek Chanalyzer is supported on Microsoft Windows 8, 7, Vista and XP (SP3) with .NET 4.0 installed.
The minimum hardware requirements are 4GB of RAM and a display resolution of 1024x600 or greater. Apple
Mac laptops are supported via OSX virtualization using VMware Fusion and Parallels. If using a virtual machine, a
USB based Wi-Fi adapter will be required to provide local spectrum intelligence. More information can be found
on the MetaGeek website at the following URL:

http://www.metageek.net/products/chanalyzer-cleanair

Step 1: Launch the MetaGeek Chanalyzer software.
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Organize v Include in library = Share with MNew folder B= ~ :D Q
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Eeveriies |:| Mame Date modified Type Size

. =
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Step 2: If prompted with a Security Warning to run the file, select Run
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http://www.metageek.net/support/downloads/
http://www.metageek.net/products/chanalyzer-cleanair

Step 3: Press Next to begin the installation of the Chanalyzer Setup Wizard.

ﬁ Chanalyzer Setup E' [=] '@
Welcome to the Chanalyzer Setup
Wizard
The Setup Wizard will install Chanalyzer on your computer,
’ Click Mext to continue or Cancel to exit the Setup Wizard,
"

chandlyzer

Back [ Mest h—] l Cancel

Step 4: If you agree with the License Agreement, select | accept the terms in the license agreement and press
Next.

ﬁ Chanalyzer Setup

End-User License Agreement

i
N [
=

Please read the following license agreement carefully

Copyrights:

=
Copyright 2005-2013 MetaGeek, LLC. All rights reserved.

Chanalyzer is copyright 2005-2013 MetaGeek, LLC. All
rights reserved. You are granted a limited license to use
this software. The software may be used or copied only in
accordance with the terms of that license, which is
described in the following paragraphs.

1

[]1 accept the terms in the License Agreerment

Print ] [ Back H Mext L\rl [ Cancel




Step 5: Verify that the default installation location is correct and press Next.

ﬁ Chanalyzer Setup

=]

|2

{—

Destination Folder

Click Mext to install to the default folder or click Change to choose another,

s

Install Chanalyzer to:

|C:\.Fmgram Files (xB81\MetaGeek \Chanalyzer',

Back H Mest %J l Cancel

Step 6: Select Next to grant permission to participate in the Customer Experience Improvement Program. If

you do not wish to participate remove the check mark from the Yes, | am willing to participate (Recommended)
prompt and press Next.

ﬁ] Chanalyzer Setup

=

B3

—_

User Experience Improvement Program

Help Improve Chanalyzer

i

Join the Customer Experience Improvement Program and help a
improve the quality, reliability, and performance of MetaGeek
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n
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configurations.

* Collect information on how you use our software and services
to identify trends and usage patterns.
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Step 7: Press Install to begin the installation of the MetaGeek Chanalyzer software.

[ =]

Ready to install Chanalyzer -

ﬁ Chanalyzer Setup

"

Click Install to begin the installation. Click Back to review or change any of your installation
settings, Click Cancel to exit the wizard,

Back “ Install b—l Cancel

Step 8: Once the installation completes, press Finish to complete the installation.

rﬁ Chanalyzer Setup Eﬁ@

Completed the Chanalyzer Setup Wizard

Click the Finish buthon to exit the Setup Wizard.

chanalyzer
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Analyzing RF environment using MetaGeek Chanalyzer & Cisco CleanAir

The Cisco CleanAir capable access point must be changed to Spectrum Expert Connect (SE-Connect) mode to
view then entire 2.4GHz and 5GHz bands. This change is disruptive to the wireless users that are associated to
the access point, and caution should be exercised before enabling SE-Connect mode on the access point.

If visibility to the channels that are currently being used by the access point is all that is required, it is not
necessary to place the access point into SE-Connect mode. Cisco CleanAir access points which are operating in
local mode have the ability to provide Cisco CleanAir spectrum intelligence to the MetaGeek Chanalyzer software
for the channel currently in operation.

Once the access point has rebooted and is operating in SE-Connect mode, collect the Key Hash and IP address
of the access point as outlined in the following procedure.

:n Tech Tip

An access point operating in SE-Connect mode is passive and will not provide wireless
services to end users. It does however provide complete visibility to the 2.4GHz and
5GHz licensed bands. If visibility to the entire licensed bands is not required, an access
point operating in local mode will provide wireless user services and visibility to the
currently assigned channels in both 2.4GHz and 5GHz bands. This is inclusive of
80MHz wide bonded channels found in 802.11ac when using the Cisco 3700 access
point.

Step 1: Log in to the wireless LAN controller and navigate to WIRELESS.

Step 2: Select the Cisco CleanAir access point that is closest to the suspected source of interference, and
would have the least impact to the wireless network users.

Step 3: If the access point is operating in local mode and visibility to the entire 2.4GHz and 5GHz band is not
required, skip to Step 5. Otherwise, in the AP Mode drop-down list, choose SE-Connect, and then click Apply.
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Step 4: Wait for the access point to reboot and reconnect to the wireless LAN controller.
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Step 5: Copy the Network Spectrum Interface Key and the IP address.
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bl Aﬁcess Points General | Credentials | Interfaces | High Availability | Inventory | Advanced |
All APs
= Radios
802 11a/n/ac General Versions
802.11b/g/n
Cual-Band Radios AP Name |APEDT3.507e 6328 Primary Software Versian 7.6.100.0
Global Configuration )
Location Idefau\t location Backup Software Version 0.0.0.0
» Advanced
AP MAC Address 60:73:5c:7ei03:208 Predownload Status None
Mesh Base Radio MAC 34:a8:4e:70:d4e:00 Predownloaded Version MNone
RF Profiles fdmin Status [Enable 7| Predownload Next Retry Time N
';r::g:;:";;‘ig{:”"s AP Mode ii—a(linnnet.t v Predownload Retry Count NA
} B02.11afnfac AP Sub Maode FlexConnect Boot Wersion 12.4.25.1
Operational Status manitor 103 Versian 15.2(4)I1B3
» 802.11bfg/n P Rogus Datector (AREES
. Fort Mumber Sniffer Mini I0S Wersion 73173
» Media Stream Eridge
Wenue Group IP Config
» Application Visibility ‘
and Control wenue Type Unspe T Ao
Country Venue Hame I Static IP ]
Timers Language
Ti Statisti
b Netflow ;Jni;wr?;i(esf:fmm [3301E110633220A1BABFBES32694DB40] ime statistics
» QoS UP Time 0d,13h11m 23 s
Controller Associated Time 0d,13h 03 m53s
Controller Association Latency 0d,00h01lm 295
Hardware Reset Set to Factory Defaults
Perform a hardware reset on this AP Clear configuration on this AP and reset it to factory
defaults
Reset AP w
Clear All Config
Clear Config Except Static IP
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Table 2 - SE-Connect Access Point Information

Value Example Site Specific Values
Network Spectrum 9301E11063322DA1BABFBB532894DB4D

Interface Key

IP Address 10.4.90.13

Step 6: On a Supported Windows platform with MetaGeek Chanalyzer installed, launch the Chanalyzer application.

MetaGeek

H Chanalyzer
Microsoft Office v
Password Corral w4.0

Documents

Pictures

QuickTime Music
Secure Computing
SharePoint Computer
Startup
Symantec Control Panel
TechSmith
Tera Term
Tftpded

WideolAN
Whlware

nd Printers

Default Programs

Help and
4 Back

Search programs and files E

Step 7: Once MetaGeek’s Chanalyzer navigate to CleanAir > Connect to CleanAir AP and enter a useful name
for the AP in SE-Connect mode followed by its IP address and the Network Spectrum Interface Key (NSI Key)
that you copied in Step 5 then press Connect.

Connect to CleanAir AP =

IP ADDRESS: 10.4.90.13

NSI KEY: 9301E1101 1BABFBB532834DB4D

FRIENDLY NAME: My-Field-Office-1st-Floor|

When using MetaGeek Chanalyzer software, a connection is made from the Chanalyzer application directly to
the CleanAir access point on TCP port 37540 for 802.11b/g/n and 37550 for 802.11a/n. If connection problems
occur, verify the following:

IP address of the Cisco CleanAir access point is correct
- The CleanAir access point’s NSI key is correct

Network reachability exists between the CleanAir access point and the workstation where the MetaGeek
Chanalyzer is installed

No network devices are blocking the necessary TCP connections
- The Cisco CleanAir access point has CleanAir administratively enabled and the operational status is UP

- The Cisco CleanAir access point is either in local or SE-Connect mode. Access points operating Other

mdoes such as FlexConnect will not display



During normal operation, the bandwidth requirements between the MetaGeek Chanalyzer workstation and the
CleanAir access point should not exceed 100kbps. The following bandwidth utilization of ~50-60kbps was
observed using MetaGeek Chanalyzer software version 5.0.3.36 to a Cisco Aironet 3600 Series Access Point
operating in SE-Connect mode on a fairly active Wi-Fi lab environment.

‘ Wireshark IO Graphs: Local Area Connection 2
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My-Remote-Site-1st-Floor {10.4.90.13) - Enabled by Cisco CleanAir® Technology
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=8 R x|

00 INSFECTOR

No Wi-Spy Devices

~|l Reader Tip

Notice in the graphic above that channels 1-14 in the 2.4GHz band are visible. The
complete licensed band is shown when the access point is placed in SE-Connect

mode.



Remote Spectrum Analysis using MetaGeek Chanalyzer

By using the Cisco CleanAir capability of the MetaGeek Chanalyzer product, the network administrator has real-
time, physical-layer RF spectrum intelligence without having to drive or fly onsite. The following figure illustrates
this capability in a Wi-Fi-only environment and gives you an understanding of how MetaGeek Chanalyzer shows
what is happening in both the 2.4GHz and 5GHz bands simultaneously.

I chanalyzer |E=5Fo8 =

File  View eport Builder  Help
[® cURRENT -] 3 AVERAGE - F MaX - [% DENSITY. | (O INSPECTOR

[ LI [} » M

-~

TMESPAN 311 + =

In the graphic shown above, the network administrator can easily determine that the utilization on Channel 6 and
channel 11 (in the 2.4GHz band) are relatively heavily utilized. This is evident in the following:

- The Red “lines” shown on the left most 2.4Ghz Waterfall graphic

- The channel utilization (6 and 11) shown in the lower right quadrant of the graphic (~70% & 99%
respectively)

- The Density Amplitude portion in the upper right quadrant



Step 1: To make the 5GHz band the primary band for the current session, select the arrow at the top of the
5GHz waterfall on the far left.

E Chanalyzer \EI‘:i:h
File  View Report Builder  Help

My-Field-O [® cuRRENT ] AGE - F M&X - [% DENSITY]| O INSPECTOR

Move To Primary Session

Step 2: When looking at the 5GHz band more closely, it is apparent that channel 149 is the only channel in use,
with a utilization level of approximately 50%.

= Chanalyzer =
File  View ®  ReportBuilder Help
My-Field-0 D CURRENT -| X AVERAGE - F MAX - [% DENSITY || [ INSPECTOR

TIMESPAN 5:00 | +

%y Utilizatian




Step 3: To determine the type of interference affecting the 5GHz band, select the Interfering Devices from the
Utilization graph in the lower right quadrant. In the example shown, foreign 802.11 networks are operating on
channel 36 and 44.

= Chanalyzer i i fo e =

File  View

| am

foreign 802.11
networks

> Duty Cycle > Signal Strengtl Hra

Selecting Interfering Devices and selecting the Device types shows what
channels these devices are currently operating (Ch 36 and 44). These
are nearby 802.11a networks which are being detected

Step 4: To view Average, Maximum and Inspection details on the Amplitude Density graph in the upper right,
select Average, Max and Inspector by selecting each of them. As you mouse over the respective portions of the
Amplitude graph, it the inspector tool gives you details of the area being pointed to by the mouse as shown.

= Chanalyzer -
File  View ® = o x|
=

BB Leam @ Interferin ct %, Utiization




Step 5: When using a Cisco 3700 Series access point operating in local mode with 80MHz bonded channels,
the entire 80MHz channel is visible in real time. Notice in the graphic that channels 36, 40, 44 and 48 are
displayed for the 5GHz band. It also appears that there is an access point operating on a 40MHz bonded channel
(44-48) and two access points each using a 20MHz channel (36 & 44).

E Chanalyzer E@

File View CleanAir® ReportBuilder Help

My Cisco 3700 802.11ac 80Mhz wide AP (© CURRENT « X AV GE - F M&x - % DENSITY [ [0 INSPECTOR

BB Leam &  Interfering

My Cisco 3700 802.11ac 80Mhz wide AP (104.8.21) - Enabled by Cisco CleanAir® Technology Mo Wi-Spy Devices

Using MetaGeek Chanalyzer to produce RF impact reports

One of the powerful capabilities of the Chanalyzer product is the ability to create custom on-demand reports.

By selecting a timespan during which an interesting event has occurred, it is possible to add any of the resulting
graphs to the report. This DVR like capability allows you to select timespans that contain multiple events that may
be impacting the performance and availability of the wireless network.

Multiple timespans can be selected allowing you to add multiple graphs to the same report, each with
customized text explaining each event. These reports are especially useful to provide to customers as part of a
managed wireless service, or to network operations director during weekly outage meetings.



Step 1: Select the timespan when an event has occurred that needs to be included in the report. This can be
done by using the controls on the 2.4GHz or 5GHz band. Notice how the information displayed in the graphs on
the right only displays the data within the timespan selected.
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Step 2: Create a new report by navigating to Report Builder > New Report.

= Chanalyzer
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Step 3: A new report window will appear which will contain each of the graphs inserted and described in the
following steps. It is possible to customize the title page by selecting edit pencil on the title screen shown on the
right.

B Chanalyzer [alm] =]

File  View CleanAir®  Report Builder  Help == Report Builder E@

1« Il » »ou

TIMESPAN 3:53 4 =

Title Page

¥

\( (2))\ IPANY

i

Wi-Spy Report

11 True i M 28
11 True d oM 4

Step 4: In the example above, we see interference beginning on channel 36 as indicated by the start of a green
line. To add the waterfall graph to the report select Report Builder > Add Waterfall Graph.

= Chanalyzer oo s

File  View




Step 5: In the report window, the waterfall graphic for the timespan selected has now been inserted as shown.

= Report Builder

Title Page

,(’)

COMPANY

Wi-Spy Report

Step 6: To modify the text that appears with the Waterfall graphic in the report, select the edit pencil on the
Waterfall graph. An example explanation of this event might be “The Waterfall graph shows the beginning of the
interference from the adjacent retail operation (ABC Company) when they begin to scan arriving inventory using
their Wi-Fi Direct enabled bar code scanners.”

= Report Builder

Edit Report Block Properties
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BlpirusexB==4Q
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W amplitude. Blue indicates low-amplitude signals, while
red indicates high-amplitude signals.

Image Size
width: 800 (2] Heignt 400 2
U Revert | |l Save OK

Additional graphs and timespans can be added to the report as necessary.



Step 7: Save the report by selecting the settings button and Save Report.

= Report Builder
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Step 8: Save the data collected for entire CleanAir session by navigating to File > Save.
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Appendix A: Product List

Wireless LAN Controllers

Functional Area

Product Description

Part Numbers

Software

Remote Site Controller

Cisco 7500 Series Wireless Controller for up to 6000 Cisco access points

AIR-CT7510-6K-K9

Cisco 7500 Series Wireless Controller for up to 3000 Cisco access points

AIR-CT7510-3K-K9

Cisco 7500 Series Wireless Controller for up to 2000 Cisco access points

AIR-CT7510-2K-K9

Cisco 7500 Series Wireless Controller for up to 1000 Cisco access points

AIR-CT7510-1K-K9

Cisco 7500 Series Wireless Controller for up to 500 Cisco access points

AIR-CT7510-500-K9

Cisco 7500 Series Wireless Controller for up to 300 Cisco access points

AIR-CT7510-300-K9

Cisco 7500 Series High Availability Wireless Controller

AIR-CT7510-HA-K9

Cisco Virtual Wireless Controller for up to 5 Cisco access points

L-AIR-CTVM-5-K9

Cisco Virtual Wireless Controller 25 Access Point Adder License

L-LIC-CTVM-25A

Cisco Virtual Wireless Controller 5 Access Point Adder License

L-LIC-CTVM-5A

Cisco Virtual Wireless Controller 1 Access Point Adder License

L-LIC-CTVM-1A

7.6.110.0

On Site, Remote Site,
or Guest Controller

Cisco 5500 Series Wireless Controller for up to 500 Cisco access points

AIR-CT5508-500-K9

Cisco 5500 Series Wireless Controller for up to 250 Cisco access points

AIR-CT5508-250-K9

Cisco 5500 Series Wireless Controller for up to 100 Cisco access points

AIR-CT5508-100-K9

Cisco 5500 Series Wireless Controller for up to 50 Cisco access points

AIR-CT5508-50-K9

Cisco 5500 Series Wireless Controller for up to 25 Cisco access points

AIR-CT5508-25-K9

Cisco 5500 Series Wireless Controller for up to 12 Cisco access points

AIR-CT5508-12-K9

Cisco 5500 Series Wireless Controller for High Availability

AIR-CT5508-HA-K9

7.6.110.0

On Site Controller,
Guest Controller

Cisco 2500 Series Wireless Controller for up to 50 Cisco access points

AIR-CT2504-50-K9

Cisco 2500 Series Wireless Controller for up to 25 Cisco access points

AIR-CT2504-25-K9

Cisco 2500 Series Wireless Controller for up to 15 Cisco access points

AIR-CT2504-15-K9

Cisco 2500 Series Wireless Controller for up to 5 Cisco access points

AIR-CT2504-5-K9

7.6.110.0

Appendix A: Product List

April 2014 E




Wireless LAN Access Points

Functional Area Product Description Part Numbers Software
Wireless Access Cisco 3700 Series Access Point 802.11ac and CleanAir with Internal Antennas | AIR-CAP3702I-x-K9 7.6.110.0
Points Cisco 3700 Series Access Point 802.11ac and CleanAir with External Antenna | AIR-CAP3702E-x-K9
Cisco 3600 Series Access Point Dual Band 802.11a/g/n and CleanAir with AIR-CAP3602I-x-K9
Internal Antennas
Cisco 3600 Series Access Point Dual Band 802.11a/g/n and CleanAir with AIR-CAP3602E-x-K9
External Antennas
Cisco 2600 Series Access Point Dual Band 802.11a/g/n and CleanAir with AIR-CAP26021-x-K9
Internal Antennas
Cisco 2600 Series Access Point Dual Band 802.11a/g/n and CleanAir with AIR-CAP2602E-x-K9
External Antennas
Wireless LAN Cisco 802.11ac Wave 1 Module for 3600 Series Access Point AIR-RM3000AC-x-K9= | -
Cisco 802.11ac Wave 1 Module for 3600 Series Access Point 10 Pack AIR-RM3000ACxK910= | —
Wireless LAN
Functional Area Product Description Part Numbers Software
Wireless LAN Cisco Mobility Services Engine (Virtual Appliance) [-MSE-7.0-K9 7.6.110.0
MSE License PAK (E Delivery) [-MSE-PAK
1000 AP WIPS Monitor Mode licenses L-WIPS-MM-1000AP
100 AP WIPS Monitor Mode licenses L-WIPS-MM-100AP
1 AP WIPS Monitor Mode license L-WIPS-MM-1AP
Network Management
Functional Area Product Description Part Numbers Software
Network Management | Cisco Prime Infrastructure 1.2 R-PI12-K9* 1.4.1%
Cisco Prime Infrastructure 1.2 Base License and Software R-PI12-BASE-K9*
Cisco Prime Infrastructure 1.2 - Lifecycle - 10,000 Device License [-PI12-LF-10K*
Cisco Prime Infrastructure 1.2 - Lifecycle - 5000 Device License [-PI12-LF-5K*
Cisco Prime Infrastructure 1.2 - Lifecycle - 2500 Device License [-PI12-LF-2.5K*
Cisco Prime Infrastructure 1.2 - Lifecycle - 1000 Device License [-PI2-LF-1K*
Cisco Prime Infrastructure 1.2 - Lifecycle - 500 Device License [-PI12-LF-500*
Cisco Prime Infrastructure 1.2 - Lifecycle - 100 Device License [-PI12-LF-100*
Cisco Prime Infrastructure 1.2 - Lifecycle - 50 Device License -PIN2-LF-50*
Cisco Prime Infrastructure 1.2 - Lifecycle - 25 Device License [-PI12-LF-25*
MetaGeek Chanalyzer 5 with Report Builder and Cisco CleanAir SFW-CHAN-RC 5.0.3.36

MetaGeek Chanalyzer 5

SFW-CHAN-500

MetaGeek Cisco CleanAir Accessory for Chanalyzer 5

ACC-CHAN-CCA

*To obtain Cisco Prime Infrastructure 1.4.1, order Cisco Prime Infrastructure 1.2 with a service contract and download Cisco

Prime Infrastructure 1.4 and service pack 1 from Cisco.com. Existing customers with a valid service contract can also

download Cisco Prime 1.4 and service pack 1. Customers without a valid service contract must purchase a service contract

to gain access to the Prime Infrastructure 1.4 download on Cisco.com
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Data Center Virtualization

Functional Area Product Description Part Numbers Software
VMWare ESXi ESXi 5.0.0 Build
VMware vSphere ESXi 804277
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Appendix B: Changes

This appendix summarizes the changes Cisco made to this guide since its last edition.
- We added Cisco Prime Infrastructure 1.4.1 to support Cisco Wireless LAN Controller version 7.6110.0

- We added the Cisco Aironet 3700 Series Access Point, which supports IEEE 802.11ac, as a CleanAir
access point (AIR-CAP37021-x-K9 and AIR-CAP3702E-x-K9)

- We added the Cisco Aironet 3600 Series Access Point with the AIR-RM3000AC-x-K9 802.11ac radio
module as a CleanAir access point

- We revised the configuration of Cisco CleanAir for access points and wireless LAN controllers to use
Cisco Prime Infrastructure 1.4.1

- We refreshed the version of the Cisco Mobility Services Engine Virtual Appliance (MSE-VA)
version 7.6.110.0

- Historical Cisco CleanAir spectrum intelligence data is presented using Cisco Prime Infrastructure 1.4.1
- We removed the Cisco Spectrum Expert software from the guide

- We added MetaGeek Chanalyzer software for use with Cisco CleanAir access points

- We provided troubleshooting guidance using MetaGeek Chanalyzer software

- We provided guidance for producing custom reports using MetaGeek Chanalyzer software

- We provided bandwidth utilization and connectivity using the MetaGeek Chanalyzer software

- We provided guidance on SE-Connect and local mode operation

- We included 802.11ac visibility using 80MHz bonded channels with the Cisco Aironet 3700 Series
Access Point
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