














National Vulnerability Database

Current amount of CVEs: 80110 

So lets accept two things

1. There is no perfect software and there will be „never“ one
2. Attackers will find new vulnerabilities and use them



1. States and Inteligence Agencies
2. Criminal organzations
3. Hacktivists
4. Several more



1. SaaS (Malware tools, DDoS,...)
2. Ransomeware (not new but with Bitcoin...)
3. CyberWeapons Dealer (Vupen, Hacking Team,..)
4. Credit Card Data
5. Fraud
6. ...
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