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Get Visibility and Control across all attack vectors to defend against 
today’s most advanced threats.

Cisco Advanced Malware Protection 
(AMP) Deployment Options 

AMP for Endpoints

AMP for Networks AMP for Firewalls

AMP for ISR

AMP Private Cloud 
Virtual Appliance 

AMP for Web AMP for Email

Threat Grid

Protect your Endpoints! Get visibility 
into �le and executable-level activity, 
and remediate advanced malware on 
devices running Windows, Mac OS, 

Linux, and Android.

Get deep visibility into threat activity 
and block advanced malware with 

AMP deployed as a network-based 
solution running on AMP-bundled 

security appliances (NGIPS).

Supercharge your next-generation 
�rewall by turning on AMP 

capabilities on the Cisco Firepower 
NGFW or the Cisco ASA with 

Firepower Services.

Combat and block network-based 
threats by deploying AMP 

capabilities on the Cisco Integrated 
Services Router (ISR).

For high privacy environments that 
restrict the use of the public cloud, 
use an on-premises, air-gapped 
private cloud deployment of AMP 

for Networks or AMP for 
Endpoints.

Add AMP to a Cisco Web Security 
Appliance (WSA) or Cisco Cloud 

Web Security (CWS) and get 
visibility and control to defend 

against advanced threats launched 
from the web.

Add AMP to a Cisco Email Security 
Appliance (ESA) and get visibility 

and control to defend against 
advanced threats launched 

via email.

An on-premises appliance or 
cloud-based solution for static and 

dynamic malware analysis 
(sandboxing) and threat intelligence.

http://cisco.com/go/amp

